@ nuuo

The Intelligent Surveillance Solution

Surveillance Management Software

user’s manual

Ver. 99.280.7C19.001



Intelligent Surveillance Solution
Table of Contents

TABLE OF CONTENTS

TABLE OF CONTENTS ..ttt e e e e e et s e e e e e s e e e e s e s e e e e s e e eababa e eees 1
SYSTEM REQUIREMENT ... ..ttt e e e e e e e e e e e e e 6
I S AN H N 1 ] N RPN 7
QUICK START e 11
L. MAIN CONSOLE ... e e e e e e e 15
Y = T o 17
1.2 Crystal BaAll ......ccooiiieeeee et 19
1.3 INFOrmMation WINAOW .........iiiiiiiiiiiiee et 19
1.4 PTZ Camera CONIOL........ui et 19
I R o { T Y 7 T o TR 19
2y o Yo ] o o VTR 19
G B o Yo 1 £ 20
R e 1 o | RN 20

1.5 ON SCrEEN MENU cuuiiiiiiii e e eaas 21
151 ENADBIE MOVE......ccoee e 21
1.5.2 ENADBIE TAIK ccoveiieee e e 21
1.5.3 CONNECE/ DISCONNECT. .. ..ottt e e e eaens 21
T o 10 ) iV A O 1 ¢ [T = 21
(SRR B L] () (I OF= 1 o =] = W 21
1.5.6 Enable DIgital PTZ ......ccoo oottt 21
1.5.7 FIX ASPECE RALIO: ...eeiieieii it 21
1.5.8 SNAPSNOL ... 21
1.5.9 ManNUAl RECOIA.........oouuiiiiiiiiiie et e e e eaens 22
1.5.10 TOggle FUll SCIEEN ... 22

2. PLAYBACK .o e e e e e e ar 23
2.1 INfOrmMation WINAOW .......coouuniiiiiie ettt e e e e eaaas 25
2.2 AUIO VOIUME CONLIOL.......coviiiiiii et eeaaans 25
R ol (== g D1V (ST T o 25
= 10 XYLV AT =N 1Y/ [ Yo [ 25
2.5 OPEN RECOIA ....cciie ettt e e e e e e e s st eeaeaaeeeeans 25
2.5.1 Date TIME PANE| c.....iiiiiieeeee e 26
2.5.2 Record Display WINAOW .........cccuuuiiiiiiiiiiiiiiiiiieee e 26
2.5.3 Date TiIME PEIOA ......cocc e 26

page-1



Intelligent Surveillance Solution

Table of Co'ntents

2.5.4 VidEO PIEVIEW ...ttt e e 27
2.5.5 EVENE TYPIE oottt 27
2.5.6 TIME TADBI.....oiiiii e 27
2.5.7 ToO Withdraw the RECOId ........cccoeiviiiiiiiiiiiiice et 28
2.6 SEAICN MO ... e e e e e e e e 29
2.6.1 Unusual Event-General MOtioN ..........ccoccvviiiiiiiiiii e 29
2.6.2 Unusual Event-Foreign ODbjecCt............coociiiiiieii e, 30
2.6.3 Unusual Event-Missing ODJeCt ..., 31
2.6.4 Unusual Event-Lose Focus/ Camera OcCClusion..........cccccceveeeeeennnes 31

P = o1 g F= T T =T 0 0 1= o | SRR SRR 31
2.7.1 General SEttNG......c..uuiiiiiiiee e 31
2.7 2 FIREIN SETHNG ..vvieiiiiiiiee e 31
2.8 SAVE VIO ... . ettt 32
2.9 SAVE IMAGE ... .cceiiiiiiiii e e e e e e e et e e e e e e e eearae 33
12200 10 I ] 1 SRR PPPRRRR 33
FZ0 0 = 7= Vo2 (U 1 o SO PPRRRRR 34
2.12 LOQ VIEWET ..ottt e e e e e e e e e e e e e e e e e s s aeeaaaaeeeaans 35
2.12.1 UNUSUAI EVENT......oeiiiiiiiiiiee ettt e e 35
2.12.2 SYSEEIM LOQ .. ittt 36
2.12.3 Counting APPIICAtiON ... 37
2.12.4 Counting Application (Diagram).........cccceeeeeieeeiiiiiiiiiiieeeeee e 37

W 2T =@ 1S T o T o P 38
2.02.6 EXPIOIT. ettt 38
20 G T T = 1 1] T PP PPPSRRRR 39
2.13.1 RECOIA DISPIAY .....cuureiiiiiieiiiiiiiie et 39
2. LB.2 PIAY ..ttt 39
2.13.3 CapPlUre IMaAGE......oii it 39
2.13.4 OSD SETUNG ..oeeeieiiiiiiiiieeee e e e e e e e s re e e e e e e e 40
2.13.5 POS OVverlay SEttiNG .......ccouiuiiiiiiiiiiie e 40
2.14 REMOTE SEIVEN ...ttt e e e e eeeees 41
2.14.1 Add Remote PlaybackK Sit€ .......ccccccviiiiiiiiiiiiiieiieeee e 41
2.14.2 Access Remote Playback Site ... 41
3L SCHEDULE ...ttt e e e e e e e e 42
G0 = |V 1Y, o Yo [ PO PPPERRR 43
3.2 L0Ad PreSet MOAES ........uuiiiiiiie et e e 43
3.3 Insert a New Schedule Manually .............ccccooeciiiiiiiieee e 44
3.4 COPY SChEAUIE.......ccceeeeeee e 45
S5 WEEK MOAE ... a e e 45
B.5. L DEFAUI......uveeieiiie e 46
T2 o [ ] [0 = Y SRS SRRR 46




Intelligent Surveillance Solution
Table of Contents

3.5.3 CUSTOM ... 46
3.6 Adjust the Scheduled Setting ..........cccveiiiiiiiiiie e 46
3.7 Encoding OPtioN PANEl.......c.ccooiiiiiiiiiiieiee et a7

3. 7.1 AIWAYS RECOI ...t a e e 49

3.7.2 RECOI ON EVENT......uiiiiiiiiiie ettt a e e e e e 49

3. 7.3 ReCOrd ON MOTION ....cooiiiiiiiiiiiiie et 49

3.7.4 Pre-record/ POSt-reCord TIME .......ccuevieiiiiiiie e 49

10 7 {5 LR 50
AL EVENT e e e e e e eneae 51

4.1.1 Assign @ Camera EVENt. ... 51

4.1.2 EVent - SIgN@AI LOST........uuiiiiiiieieie et 52

4.1.3 Event - General MOTION ..o 52

4.1.4 Event - FOreign ODJECT.......cccuiiii i 54

4.1.5 Event - MisSINg ODJECT ......cocceeeiiiiieeeee e 56

4.1.6 EVENT - LOSE FOCUS ....oeiiiiiiiiiiiiieiieiiieieteeeteteeaeaeeeveseseesssaesssessaensssnensnennnes 58

4.1.7 Event - Camera OCCIUSION ........ccooiiiiiiiiiiiiiie e 60

4.1.8 ASSIN @ POS EVENL......ovviiiiiiie ettt 62

4.1.9 Event - Digital INPUL EVENT ... 62

4.1.10 EVENT - SYSTEIM ...ttt 63
N ox 1 [0 ] o [ PRSPPI 66

4.2.1 ACHON - ACHION TYPIE ..eiiiiiiiiieee ettt e e s 66

5. CONFIGURATION. ...cc ittt e s eteee ettt e ettt e e e st a e e e st e e e e snsaeeeeanssneeaeesnseneaaeans 69
5.1 Setting — GENEIAL........c.eeiiieiiee et e e e 70

o0t Y = T (U | o TSP 70

5.1.2 Automatically POpup Event REPOIt........cccuuvvieiiiiiiiiiiiiiiiiiieee e 70

5.1.4 AUIO PrEVIEW ......uiiiiiiiiiiiie ettt sttt 71

5.1.5 StAatus DISPIAY .....ccceiiiieiiiee et 72

5.1.6 AULO REDOOT ... ... 72
5.2 SETHNG - CAMEIA ... ..iiiiiiiiiiie e 73

I o [0 I OF=1 0 0[] = W TP RPN 73

5.2.2 Camera Parameter........ccccciiiiiiieeeeeeeeeeee e 74

5.2.3 OSD SETHNG....eeiiiiiieiieeeiiieie ettt e e 74

5.2.4 IP Camera / Video Server Setting panel .........ccccccoeevcvviiiieiieeeennn, 75
5.3Setting - I[/O DEVICE .....uuveeeiiieie ettt ea e e e 76
5.4 Setting - PTZ CONFIQ ..ttt 77
5.5 Setting — HOUINE ... 78
5.6 Setting - USEr ACCOUNT.........coiiiiiiiitieiee e e e e e e e 79
5.7 Setting - AdAress BOOK ...t 80
5.8 Setting — MONItOr DISPIAY ....cooiiiiiiiieiiiiiiee e 81

page-



Intelligent Surveillance Solution

Table of Co'ntents

5.9 Setting — JOYSHICK ... 82
5.10 Save/ Load Configuration ...........ccoccueiieiiiiiiee e 84
5.11 Counting APPHCALION......ccceeeiiiceie e e e e e e e 85
5.12 POS APPICALION ...ttt e e e e e e 86
5.13 LOG VIBWET ...ttt ettt e et e e e s b e e e e nnnneeas 86
5.13.1 Log Viewer — Unusual EVeNt...........cccccooiiiiiiiiiiieee e 86
5.13.2 Log Viewer — SYStEM LOQ......ccccouiiiiiiee e 87
5.13.3 Log Viewer - Counting Application............cccccceiiiiiiiiiiiiiiinee s 88
5.13.4 Log Viewer - Counting Application (Diagram) ..........ccccceveeennee 89
N RS BT =@ 13 o T o TSP 89
5.13.6 LOG VIEWET - EXIPOIT ..coiiiiiiiiiiitiieieee ettt 90
ST = o (| o TR OO UPPPR PP 91
o 0t I 2 7= Tox (U1 o 1SR SEERR 91
5.14.2 Delete Recorded Information from the System .............cc......... 94
5.15 NEIWOIK SEIVICE......cceiiieiieeee ettt e e e snrreee e e e e e e e e 95
5.15.1 LIVE Stre@ming SEIVEN........cccccuuiiieiieee e e e e eeeieeeee e e e e e e e ssaraaeeeaaaeeenens 95
5.15.2 Remote Playback SErver.......ccoooviiiiiiiiiiiiiieiee e 99
5.15.3 BGPP SEIVICE ...ttt 103
5.15.4 ReMOLE DESKIOP ...cciiiiiiiiie et 104
5.15.5 Central Management SEIVICE ...........cocccuivieeeeeee e 105
5.16 ADOUL MAIN CONSOIE .....ooeeiiiiiiiiiiiiiiiieee e 106
N ARYTo [T o ST 10 [ o = 2P SOPPRERRR 106
B. E-IVLAP e 107
L I =0 11 1Y [ T o [ U PR 108
6.1.1 Add/EIt/Delete Map.......cooiiiiiiiiiiieiee et 108
6.1.2 Add/Rotate/Delete Device INdiCator...........cccvveeeiiiiiieeeiniiieeees 109
6.2 Operate MOAE ... 110
7. REMOTE LIVE VIEWER ...ttt et anae e e nnnneee e 112
7.1 SETUP PANEI ... 113
7.1.1 SEtUP PanEl—SEIVET........ccoo ittt 113
7.1.2 Setup PanN€l—GroUpP .......ccooiiiiiiiiiiiee e 114
7.1.3 Setup Cameras OSD ..ot 115
7.1.3 Setup Remote JoystiCk CONtrol............ccccvvieiiieeeee e 115
7.2 Show Camera(s) On the Display Screen.........cccccceeeeiiiiiiiiiiieeee e, 115
8. WEB VIEW ...ttt ettt e et ee e e e et e e e et e e e e nnnneee s 117
B.L SEIVEI IP e 117
8.2 REMOLE LIVE VIEWET ....ci ittt ettt 118
8.3 Remote PlaybacK ... 118




Intelligent Surveillance Solution
Table of Contents

S T = 1 RSP 119
9.1 EXPOrt DAtab@ase .........ccooiiiiiiiiiiiiic e 120
9.2 IMPOrt DAtab@ase...........uueviiieei e 121
9.3 Repair DAtab@ase.........c..uveviiiiie it 123
9.4 EXPOIt CONTIGQUIALIONS ........eiiiiiiiiiie et 125
9.5 Edit StOrage LOCALION .......ccviee e e e e e e e e 126

APPENDIX A ittt et e e b e e e nae e e e e nnres 127

N o o 1N | G = PR 135

page-5



Intelligent Surveillance Solution

System 'Req'uirement

SYSTEM REQUIREMENT

Total FPS
at CIF

‘ 1200~600 600~480 480~240 240~120

Intel Core Intel Core Intel
CPU 2 Quad 2 Duo Pentium D InteCI;PHA;Z.B InteCI;PHA; 2.8
Q6600 E6400 930
RAM 2 GB 1GB 1GB 512 MB 512 MB
Mother- Intel 945, 965 chip or above, Intel Chipset and ASUS Vender
board recommended
Displa ATi Radeon 9200 , nVIDIA GeForce FX-5200 , Intel 945G/965G
play or above (ATirecommended)
Ethernet 100 baseT or above, Gigabit LAN recommended
Hard Disk 80 GB or above
OS MS Windows 2000 / XP pro sp2 / 2003

page-6
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Installation

INSTALLATION

= Wl 1A B8 3 =i
18,884 KR

Step 1: Insert the Installation CD.

Iklb
Il

Step 2: Run Setup.exe from the
CD-ROM directory to install. setup in

|y BT R

NUUO IP Surveillance System - InstaliShield Wizard

‘Welcome to the InstallShield Wizard for NUUD
IP Surveillance System

The InstallShield \Wizard will install MUUO IP Surveillance
System on your computer. To continue, click Mexst.

<Back | New> ‘[ Cancel ]

Step 3: Check the option “l accept the terms of the license agreement”.

NUUO 1P Surveillance System - InstallShield Wizard

License Agreement
Pleaze read the following license agreement carefully.

End User License Agreement ("EULA™) s

Do not install or use the software urtil vou have read and accepted all of the license
terms. Permission to use the software is conditional upon your agreeing to the license
terms. Installation or use of the software by you will be deemed to be acceptance of
the license terms. Acceptance will bind you to the icense terms in a legaly enforceabls
contract with MUUO Inc.

* SOFTYWARE LICEMSE AMD LIMITED WARRANTY

This is an agreement between you, the end user, and MU Inc. ("NUJO™". By using
thiz software, you agree to become bound by the terms of this agreement. M

(®)1] accept the terms of the license agreement

() | do not accept the terme of the license agreement

IrstalShigld

< Back " Nest » }[ Cancel ]
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Installation

Step 4: Please enter your name and the company name for which you
work.

HUUQ IP Surveillance System - InstallShield Wizard

Customer Information
Pleaze enter your information.

Pleaze enter your name and the name of the company for which pou work.

Uszer Mame:

User

LCompary MName:

Company

IrstalShigld

< Back " Mest > }[ Cancel

CO M PLETE SETU P TYPE HUUG IP Surveillance System - InstallShield Wizard

Setup Type

Select the setup bype to install.

Install all program features into the
default directory.

Please select a setup type.

© Complete
@ Al program features will be installed. (Requires the most disk space.|

Check the option “Complete”.

All program features will be S _ _
@ Select which program features you want installed. Recommended for
1 1 H i d b
installed. [Require the most disk
space.]
InstalShield
< Back ” Mext » I [ Cancel
NULG P Surveillance System - InstallShield Wizard
Ready to Install the Program
P ress th e L i nstal | i to Start th e The wizard iz ready ta begin installation.
i n Stal | atl 0 n . Click. Inztall ta begin the installation.
If you want to review or change any of pour installation settings, click Back. Click Cancel ta exit
the wizard.
IrstallShield
¢Back || instal ] [ Cancel
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CUSTOM SETUP TYPE:

HUUQ IP Surveillance System - InstallShield Wizard

Install the system to a preferred
directory. Or select whichever
feature(s) you wish to install.

Check the option “Custom”.
Select which program features
you want to install. This is
recommended for advanced
users.

Setup Type ﬁ
Select the setup type ta install. |\ P
Please select a setup type.

() Complete
@ All program features will be installed. [Requires the most disk space.]

©Cuglom
Select which program features wou want installed. Recommended for
advanced users.

< Back H Meut » 1[ Cancel

HUUQ IP Surveillance System - InstallShield Wizard

Select folder where setup will
install files.

Choose Destination Location ﬁ

Select folder where setup will install files. I\'h
Install HULD IP Surveillance Sypstem to:
C:A\Program Files\MUUOMSCE_|P

<Back [ Mew» ‘[ Cancel

HUUQ IP Surveillance System - InstallShield Wizard

Select the features setup will
install.

Hint: For example, select only
Playback and LiveView for
installation. Install and use only
these features on multiple remote
sites at home or anywhere with a
PC.

Select Features

Select the features setup will install

.
a™>

Select the features you want to install. and deselect the features you do not want to install

wiblainConsol e
Playback The main control console of
the HUUO IP Surveilance
Liveliew Syetem
85,43 MB of space required on the D diive
2222939 ME of space available on the D dive
< Back H Meut » 1 [ Cancel

Press “Finish” to finish the installation.
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Installation

Execute the Main Console

Enter the password you like into

the edit box and enter again at
the edit of Password Confirm. And

then press “OK”. Now enjoy our
Intelligent Surveillance Solution.

[} | NUUO Backup System
» |3 NUUO DETools

m NUUO IP Surveillance

) NUUD MPEG-4 Hybrid System

) RealVNC QM| NUUO bMain Console
I Skype » NITTO Playback System
q?_?l Storm Codec v [H) WO Femate Live Viewsr

o s

o e — L am

SECURITYH

CRYUSTODL EOdDRD

Please enter password for administratar

User Account: Iadmin

FPassword: I

Password Canfirm: I

oK X Cancel
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Quick Start
QUICK START

INSTALL IP CAMERA(S)

Step 1: Setup the IP camera(s) following by the instruction manual

provided by the manufacturer.

Step 2: Check the network between the IP camera(s) and the system.

Step 3: Add the IP camera(s) to the system following below steps.

ADD IP CAMERA(S)

Step 1: Go to Start > All Programs >
NUUO > Main Console.

Step 2: Type in user name and password
and log on to the system.

Step 3: In Main Console, go to Config >
Setting to obtain the Setting
panel.

Step 4: Go to Camera tab.

If your IP cameras support UPnP. Follow
step 5. Otherwise, follow step 8.

Step 5: Click “Search” to search for the
IP cameras that are available at

this point.
Note: Search function just support the IP
cameras with UPnP supported.

Step 6: Select one of the IP cameras that are
available; check the option and enter

the username and password.

page-11
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Quick S'tart'
Step 7: Click OK to add the camera.

Step 8: Click “Insert” to insert the IP cameras.

Step 9: Enter the IP address or domain name (check the “Use DNS”
option), Http Port, Username, and Password.

Step 10: Click “Auto Detect”

Step 11: Click OK to add the camera.

Step 12: Click OK to exit the Setting panel. N

~Metwork
IP Address I . . . [C Use DNS
Step 9 S| Hitp Part o

User Name I
assword: I

P I g
S‘[ep ]_O rotocol & TCP € UDP € HITE
= ]
Ste p ll Vendor: ACTI Auto Detect
Camera Model IBED21DD °
Camera: M1 2 Ea EA

mls mlE w7 mE

~Description
Video Codec:MPEG

udio Codec:hAs
Carnara:1, DI:2, DO:2
; [s]3 | X Cancel |

SET SCHEDULE

Step 1: Go to Start > All Programs > NUUO >
Main Console.

Step 2: Type in user name and password
and log on to the system.

Step 3: In the Main Console, go to
Schedule.

Step 4: By default, when inserting a
camera to the system, the
recording schedule is
automatically set to be 24 hours a day, always record.

Step 5: Click Configure on the selected camera schedule or double click
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Quick Start
on any schedule bar to modify the recording mode.

Step 6: When satisfied with the schedule setting, click OK to update the
recording schedule.

Step 7: Click OK again to go back to the Main Console.

SET SMART GUARD

Step 1: Go to Start > All Programs > NUUO >
Main Console.

Step 2: Type in user name and password
and log on to the system.

Step 3: In the Main Console, go to Guard.

Step 4: Select a camera and then click on
“Insert Event.”

Step 5: Select General Motion as the event
type, click OK. Step 4

Step 6:

In the Alarm Event
Configuration
panel, set the
detection zone as
all, and then click
OK to exit the
panel.

| .
o |

Step 5 |Step 6
Step 7: Click OK to go back to the Main Console.

START RECORDING & SMART GUARD
Step 1: Go to Start > All Programs >NUUO > Main Console.

Step 2: Type in user name and password and log on to the system.
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Quick S'tart'

Step 3: In the Main Console, go to Start.

Step 4: Click on “Start Recoding Schedule”
and “Start Smart Guard System” to
initiate the two functions.

Start Maonitor A1l
Start Recording Schedule

Step 4

PLAYBACK

Step 1: Go to Start > All Programs > NUUO
> Main Console.

Step 2: Type in user name and password and log on to the system.
Step 3: In the Main Console, go to Playback. R |

Step 4: In the Playback window, click on the
Open Record Icon.

Step 5:

In the time table,
recorded files are
displayed in color bars.
Highlight any color
bars to select
playback section.

Click OK to return to
Playback Console.

i
e

3]

B
B
B
Bn

Step 6:
The recorded files are
ready to view now.
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1. Main Console

This is the main operation system - to activate, schedule
recording, setup smart guard and configure system setting.

page-
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1. Main'CohsoIe

Shut down the Surveillance
System or log out current user.

Minimize the Main Console

window.

Exit MainConsole

NnUUO

Copyright £ 2008 NUIO €O, LTD

SECURITH

CRUSTJL EO3JRD

Flease selectthe operation you wantto do

L4

IExitMain Consale

0K | X Ccancel |

Allocate the sub-screen display by clicking on the

desired layout icon. To switch to single camera display, double click on a

particular sub-screen. Double click on the screen again to regain previous
screen division layout.

Divide into
| 1 screen(s)

| ] Divide into
10 screen(s)

| Divide into
| 13 screen(s)

Divide into
4 screen(s)

Divide into
13 screen(s)

Divide into
17 screen(s)

|

X

Divide into
6 screen(s)

Divide into
16 screen(s)

Switch to
Full screen

Divide into
| 9 screen(s)

Divide into
N screen(s)

€3

Rotate all

screens
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1. Main Console

T

m
(@)

(o T =)
LEOW - JOB

]
0
.l

| A

Comoc T voom )
v

Start Monitor Al

Start Recording Schedule
Skart Smart Guard Swstem
Start Counting Application

E-Map

Lock Syskem

Click on the Start icon and select from the drop down menu to
activate/ deactivate: (a) Recording Schedule System, (b) Smart Guard
System, or (c) Counting Application. Select Start/Stop Monitor All to
activate/ deactivate all the functions at once.

You may also enable secondary display, open event report, open E-map
window and lock the system here. See page 81 for more details about
secondary display.

When activating any of the monitor functions, system considers the
current screen status as normal. Therefore, if you want to, for example,
detect Missing Object, be sure the object needed to be protected is in its
position at the moment you click Start button.

page-



Intelligent Surveillance Solution

1. Main'CohsoIe

Click on the icon to get Playback Console. You can watch
recorded video, search recorded video, adjust image of the stored data,
save video/ pictures, printimages, check log information and event
records, and set up recording function configuration. See Playback on
page 23 for detail.

Organize recording time schedule and setup recorder
configuration. See Schedule on page 42 for detail.

Add/edit type(s) of events that you want to detect; setup
reaction(s) responding to events. See Guard on page 50 for detail.

Select from the drop down menu to modify general setting,
save/ load configuration settings, start counting application, start POS
application, access log viewer and backup files, or setup network services.
See Config on page 69 for detail.
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1. Main Console

A - Tt Paeck Scudis  Gums  Cosfy

g Celulelaln)

Indicate the working status of the system. Gray — at rest,
Blue - recording, and Red - events detected. When the crystal ball is red,
click it to cancel the event(s).

Display date, time, free HD space, CPU
temperature, fan speed, and customized text. To customize Information
about window’s setting, go to Config > General Setting > General

Control the movement of PTZ cameras. With
cameras that support PTZ control, you can move, zoom, patrol, adjust the
focus, and set preset points of the cameras.

Adjust the camera view until you are satisfied. Click on
the Set icon and set up the view as the preset point 01. Adjust the camera
view again and set up the preset point 02. Repeat the process until finish
setting up all preset points. You can enter any names you like to instead of
the preset point 01, preset point 02, preset point 03,...

Click on the Go icon and view the result of your setting.

Click on the + and - signs to zoom in and zoom out the view.
page-
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1. Main'CohsoIe

1.4.3 Focus: You can select to have the camera focused near or far. To
focus near means objects that are closer will be clearer than the objects
that are further away. On contrast, to focus far means objects that are
further will be clearer than the objects that are closer.

Click on the Focus icon and select auto focus if you want the system to
decide the focus point for you.

1.4.4 Patrol: Go to Patrol > Set Patrol to obtain the Patrol Setup dialog.
From the left window, select the cameras that you would like to have in
the patrol group. Align the cameras in order in the right window and
adjust the time. Rename the group name if you want. After completing
the setup, check the Active option, and then click OK.

You can setup up to four groups of auto patrol. To start or stop, click on
the Patrol icon in the Main Console, and select Start Patrol or Stop Patrol.

[ —

Patrol Setap

Group 1 I Group 2] Group 3 1 Group --t]

Group Name ; |Grnup 1

Period: =~ 5 Sec

|~ Active

[J’ OK ] lx Cancel I
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1. Main Console

1.5 On Screen Menu

[5] Enable Talk Right click on the camera screen and get the On

Screen Menu, from which you can enable move,
. enable digital PTZ, and connect/ disconnect the
o5 Disconnect camera.
Shiow Camera r

1.5.1 Enable Move: With cameras that support PT
function, by selecting the enable move function, you
may adjust the camera’s view by clicking on the
display screen. To cancel this function, right click on
Snapshat the screen and select Disable Move.
Note: You can only work on current camera after
clicking Enable Move.

Delete Camera
Enable Digital PTZ
Fix Aspect Ratio

Manual Record

Toagale Fullscreen

1.5.2 Enable Talk: With cameras that support two-way audio, you may
select enable talk to utilize the function.

1.5.3 Connect/ Disconnect: Right click on the display screen and select
Connect/ Disconnect to modify the connecting status of the camera.

1.5.4 Show Camera: Select the camera to be displayed from the Show
Camera Menu.

1.5.5 Delete Camera: Click on Delete Camera to remove a camera from
the display screen. This does not delete the camera from the setting list.

1.5.6 Enable Digital PTZ: To enable the PTZ functions of the camera, select
the Enable digital PTZ option. When enable digital PTZ, we can use mouse
wheel to zoom in and zoom out on the camera.

Note: Enable Digital PTZ is the option function in IP+ software not in IP
software

1.5.7 Fix Aspect Ratio: For some special camera resolution, user can
enable Fix Aspect Ratio to view original ratio video, or disable this option
to stretch 3:4 to fit window.

1.5.8 Snapshot: Select the snapshot function to capture a specific video
image immediately. You have the options to copy the image to the
clipboard or to save it.
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1. Main Console
1.5.9 Manual Record: Start recording video by selecting manual record.

1.5.10 Toggle Full Screen: To view a specific channel with full screen.
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2. Playback

Watch the recorded video, view and/or search for unusual
events and recorded system information.
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2. Playback

Minimize the Playback console.
Shut down the Playback console.

Indicate the status of the playing video; drag it to where you
want to review.

Play, pause and stop the video.

When playing video, click on the Cue In/ Cue Out icon at where you
want to set as the starting/ ending point of a saved video clip. The Cue In
and Cue Out time will be displayed on the Playback Information Window
once they are set.

Control the speed of the playing video. Click + to speed up and -
to speed down.

Zoom in and zoom out. Get a close up view of the recorded video;
move to the spot you want to view by dragging the screen.
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- Customize the speed on

Setting panel.

Forward/reverse frame by
frame.

Display video date and time, current video status,
cue in/ out points’ time, and speed.

Adjust the sound level.

Allocate the sub-screen display by clicking on the
desired layout icon. To switch to single camera display, double click on a
particular sub-screen. Double click on the screen again to regain previous
screen division layout.

Play the recorded video.

Click on Open Record button to access the Date-Time
Panel and withdraw the video record that you want to review.
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2.5.1 Date Time Panel
5 Date Time Search Dialog [Local Machine]
"_ﬁ ﬁ hg @ @ Date Time Period Yideo Preview
= Start Time: \zou?rmr 5 = |ue 1110 = Iv Enahble Preview 2007/ 0/05 08:11:10
] +5 zo0s ’ . 6 05:11:90
End Time: |200710/ 5 = [08:12:10 =
123 4¢5
6 7 & a1 12
13 14 15 16 17 18 19
021 72 23 24 70 26 I @& Show Records ] [ 4 Show EventLog ]
27 28 23 30 31 Color Event Tvpe
General Motion
Foreign Ohject
Missing Ohject
— Love Fovcuz
Camera Block
» Joignal Lost
H= 1oms 3 ff
1P cam 1 -]
1P cam 2
B IFcam 2
1P cam 4
Hcamera s
B camera &

3 154 ] f

Record Always

Record on Mation |/ 0K | [ % Cancel ]
Recaord on Event y

A

2.5.2 Record Display Window: The record display window shows the
information of the available video clips. It may show in calendar or list
control view. For further details about how to modify the record display
window view, see page 39.

Click on the (:j icon on the top of the display window to obtain the
Remote Playback Site Management dialog. You may select to access
local machine or set up remote playback server. See page 41 for more
details about setting up the remote playback server.

Click on the @ icon to refresh the record display Wlndow click on the

**i icon to access the log viewer dialog, or click on the rvb icon to
access the POS Search dialog. See Page 35 for more details about the log

viewer dialog. Additionally, utilize the @ @ icons to go to previous and
next recording Date.

2.5.3 Date Time Period: Select the start and end time points that indicate
the time period you would like to view.
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2.5.4 Video Preview: Check the enable preview option to view the
selected video.

2.5.5 Event Type: There are 6 event types; see Chapter 4 Guard for details.
You may set up different colors for different event types to help you select
events.

2.5.6 Time Table:
Utilize the -+ icon to select all channels; also utilize the icon to

deselect all channels. Finally, utilize the scale bar == = o
modify the scale of the time table.

To pressure the button “Show Records” makes Time Table show the period
of recording data like below:

4! Show Records | g& Show Event Log
iZolor Event Twpe
Show Records General Motion
Foreizn Object
Missing Object
Loz Focus
Camera Block
aignal Lost
AN

AN

o

N\

v

Record AW

To pressure the button “Show Event Log” makes Time Table show the time

of event detection like below:
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|ﬂ Show Records | | & Show Event Log

Color Ewvent Type
Creqeral Motion
Foreign Object
Mizing Object Show Event Log
Loz Focus
Camera Block
wignal Lozt
g / //

pd o/

2.5.7 To Withdraw the Record:

Step 1: From the record display window at the top left of the Date Time
Panel, select the date you want to withdraw the record from. The
red/green/blue lines shown on the time table indicate available
recorded video records.

Note: The record display window can be shown in (a) calendar view or (b)
list control view. To modify the setting of the record display window, click
on the Setting button at the right of the Playback Console. See page 39
for more details.

Step 2: Use color bars to differentiate event types from each other. This will
help you select video clips.

Step 3: Highlight the video clip you want to review by left-clicking and
dragging the time period. You may also utilize the Start Time and
End Time in Date Time Period Section. In addition, modify the scale
of the time table with the + and - signs on the bottom left.
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Hnamet
Step 4: Check the Enable Preview option to get the A namme2
preview of the video you select. i names
. . harmed
Step 5: Click the camera name to increase or decrease r
A names
cameras you want to playback.

Step 6: Click OK when completing the setting.

2.6 Search Mode: Click on the Search Mode icon to obtain the Intelligent
Search Tool panel. You can setup unusual events here to detect
abnormality occurred during the recoding period.

Intelligent Search Tool Panel: Click on the Search Mode icon and get the
Intelligent Search Tool panel. Set up unusual events here to detect
abnormality that occurred during the recording period.

There are 5 types of unusual events: General Motion, Foreign Object,
Missing Object, Lose Focus, and Camera Occlusion.

2.6.1 Unusual Event-General Motion

General Motion: Detect all movements in the Intollgent Seaich Tool
defined area. [
| General mation =l
i . . Sensitivity: '—J—
Define Detection Zone: Left click and drag to draw iterval  — f— a
detection zone. You may define more than one Region Detmion
zone on the screen by repeating the process.  Define detstion zone
=) Define ohject size
Sensitivity: Modify the sensitivity setting by m_|_oex |
Rectangle count: 0

changing the slider control. Move toward right will
increase the sensitivity level, which means a
relatively small movement will trigger the alarm; in
contrast, move the slider control toward left will
reduce the sensitivity for movement detection.

¥ Draw Region
¥ Stopwhen found

Search Stop

Set up an appropriate sensitivity level reduces the frequency of false
alarm. For instance, you can lower the sensitivity to avoid the alarm
being triggered by a swinging tree in the breeze.
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Move the slider control to the right to increase time interval so
that the alarm will only be triggered when the movement lasts longer.
Move to the left to reduce the time interval.

Check the option to have the video stopped when
detecting motion in the detection zone. Uncheck the option to have
video kept rolling, and all detected events will show on the list in search
result box. Click on the listed event in the box to jump to the point in the
video where a motion is detected.

Alarm is set off when any additional HSE=SaSEali

—Alarm Event Type

object appears in the defined area on the screen. [Forsion oject -
Sensitivity: —J—
Before detecting foreign Interval:  —— f——
object, it is required to define a detection area. In ~Reglon Definiton
order to do so, left click and drag on the screen. ;E:”b::
Alarm WI” be trlggereo_l when any additional object il Cloar
appears in the detection zone. Roctangls count 0

v Draw Region

Drag and draw on the screen to 7 Stopwhen found
define the size of a foreign object. search | oo |

Modify the sensitivity setting by changing the slider control.
Move toward right will increase the sensitivity level, which means a
relatively small movement will trigger the alarm; in contrast, move the
slider control toward left will reduce the sensitivity for movement
detection.

Click and move the slider control to the right to increase time
interval so that the alarm will only be triggered when the object has been
removed from the area for longer. Move to the left to reduce the time
interval.

Set up an appropriate Interval value will reduce the chance of false alarm.
For example, you can lower the Interval to avoid the alarm being
triggered by a pedestrian.
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Intelligent Search Tool

2.6.3 Unusual Event-Missing Object [oia i

Missing Object =l

Sensitivity, ——— F——
Missing Object: Alarm is set off when the selected et
object is removed from the defined area on the S
screen. & Define detection zone

) Define ohiject size
Define detection zone: Before detecting missing | am ]
object, it is required to define a detection zone. Left RetangE e
click and drag to draw a detection zone. Alarm will th:;hgfd
be triggered when the defined object is removed T [ 5|
from the detection zone.

Define object size: This tells the System how big the defined object is.
Drag and draw a square that is about the same size as the object that
you want to protect on the screen.

Sensitivity: Modify the sensitivity setting by changing the slider control.
Move toward right will increase the sensitivity level and a relatively small
movement will trigger the alarm; in contrast, move the slider control
toward left will reduce the sensitivity for movement detection.

Interval: Click and move the slider control to the right to increase time
interval so that the alarm will only be triggered when the movement lasts
longer. Move to the left to reduce the time interval.

2.6.4 Unusual Event-Lose Focus/ Camera Occlusion

Lose Focus: System will inform you when the camera(s) lose its focus.

Camera Occlusion: Alarms when any of the cameras is blocked.

2.7 Enhancement

2.7.1 General Setting: Check the option and chose whether you want to
apply the setting to all the channels or only to those currently shown on
the screen.

2.7.2 Filter Setting
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Visibility: Check the option and adjust the gamma
value of the image to enhance the image and
make it cleaner.

Sharpen: Check the option to activate the function.
Move the slider control to the right to sharpen the
image, to the left to soften it.

Brightness: Check the option to activate the function.
Move the slider control to the right to make the
image brighter.

Contrast: Check the option to activate the function.

Post Processing Tool

General Setting

@ Apply active channek
" Apply all channels
Filter Setting

[~ Misihility

[~ Sharpen

[~ Brightness

[~ Contract

[ GreyScale

Move the slider control to the right to increase contrast.

Grey Scale: Check the option to show the record in grey scale

mode so the image displays in black and white.

2.8 Save Video

Step 1: Click on the display screen to choose the camera display that you

want to save as a video clip.

Step 2: Set up the cue in and cue out points; the cue in and cue out time

will show on the information windowv.

In :1%:
T 17

Export Video/Audio
Cue In Cue Out

ExportFile Path: | B
Step 3: Click Save Video icon, ExportFormat  [AsF - |
Choose the f0|der Where yOU Want Use Profile: |Wmdows hedia Video 8 for Local Area Mebwork (384 Kbps)j
to save the file at, enter the file Start Time: 2008/07/08 11:43:00
name and click SAVE. End Tirme: J008/07/08 11.43:04

|~ Export Audio
Step 4: Set the Export Format as ASF I~ Export 05D
or AVI (ASF recommend) and set [~ Export PO3 Transaction
the Use Profile.

lv oK | [x Cancel l
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Step 5: You may export (i.e. save) the record with both audio and video
or video only.

Step 6: Click OK to save the video.

2.9 Save Image

Step 1: Click on the display screen to choose the camera display from
which you want to save pictures.

Step 2: Click Save Image button when the image you want is shown on
the screen. You may click Pause to freeze the video, use Step Forward/
Step Backward function to find the picture(s) that you want to save.

Step 3: Choose the folder and the format of image (BMP or JPEG) you
prefer and then click save.

Note: You may skip step 3 by pre-setting a folder and format that you
want to save the images (refer the section Automatically save the image
file)

2.10 Print

Print the current image of the video you choose.

- Print Setup Print in original size: Select to have the
image print in original size.

" Fitto page

aignimage: [op <] Fit the page: Select to have the image fit the
Frint Content page

& Print active channel image

" Printall channels in the current view A||gn |mage: Top’ Center’ or Bottom

[\/ Print l ’x Cancel]

Print Content: Print the image from currently
selected channel or all the channels shown on
the screen.
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2.11 Backup

Different from Save Video, the Backup function saves everything from the
Playback panel, including log information.

You can start a full function Playback Console and load the backup files

into it on any PC with Windows operating system. This means you may
monitor the real time video and work on the backup files on separate

computers simultaneously.

Step 1: Press the “Open Record” to select data and press “Backup”.

Step 2: You can adjust the Start Time and End Time you want to backup.

Step 3: You can adjust the Cameras you want to backup.

Step 4: You can calculate the size of the backup data.

Step 5: Select the directory you want to save the backup data.

Step 6: Check the log you want to
backup.

Step 7: Press the “Backup” to start
backing up.

Step 4

Step 5

Step 6

Date Time Period Step 2

StartTime: [z0080 779 = [15:1804

EndTime: [2008/ 7/ 9 -4 [16:1815 =

Select Camerafs)
1416 |17-32| 3348 | 4064

Calculate Size Select All Deselect All

Media
{+ Backup using COROM
et (" Backup on HardDisk

Option
v Backup Eveni Log
v Backup System Log
e [ Backup Counter Log
[~ Backup POS Transaction

Step 7

|\/ Backup | [X Cancel ]

e Backup Dialog

Step 3
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2.12 Log Viewer

2.12.1 Unusual Event:
View the unusual event history that had been detected by the Smart
Guard System.

~ Log Viewer

Unusual Event ] Systemn Lug] CuummgApmlcath] Counting Application (D\agram)} POS Log

|__LogFreiR ~| channel: [an E|
Ste p l/ ;y’m Search

Camera | Description
General Motion
General Motion
General Motion
General Motion
General Motion
2008/07/10 19:43:43  General Motion
2008/07/10 19:44:01  General Motion
2008/07/10 19:44:21  General Motion
2008/07/10 19:44:35  General Motion
2008/07/10 19:44:38  General Motion
2008/07/10 19:44:40  General Motion
2008/07/10 19:45:01  General Motion
Ste p 3 2008/07/10 19:45:03  General Mation

2008/07/10 19:45:16  General Maotion
2008/07/10 19:45:18  General Motion

RO R ORI PRI R R RI PRI RO RO R R

Stepl: Choose the type of events you wish to view or select “All” from
the drop-down menu to view all types of events.

Step 2: Choose the camera channel you wish to view or select “All” for
all the channels available.

Step 3: You can either view the events that happened on a particular
date or during a given time period. To search and view unusual event
on a particular date, check the option right next to “Date” and select a
specific date.

You may also point out two different time points and search for unusual
event happened during the period. Check the options in the Date
&Time columns and enter the date and time.

Step 4: Click Search

Note: When working with a video record,
1. Log Viewer will search for Unusual Event in the video record in Date &
Time mode, start from the beginning to the end of the record, which is
the default setting of the system.
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2. Allink (&2) will appear right next to each event time. By clicking on
the link, the video will jump to the point where the unusual event takes

place.

2.12.2 System Log: Select Log Type form the drop-down menu. There are
total 22 types of log types, including:

NG A~WNE

Step 1 .~ Log Viewer @
\ Unusual Event Systemn Log lCountingAppIicat\Dn] CountingApplicatiun(Diagram)] POS Log]
Log Type: |AH L]
| Date: ’W Exportto...
rES o ||— 926 5 2 Search

Step 2 A—Date&ﬂme: ||_

J

Event Time )

2008/07f10 11:17:19
2008/07f10 11:17:21
2008/07f10 11:33:28
2008/07f10 11:33:31
2008/07f10 11:33:45
2008/07f10 11:34:04
2008/07f10 11:34:04
2008/07f10 11:34:04
2008/07f10 11:34:06

Main Console Startup
Main Console Shutdown
User Login
User Login Failed
Start Schedule
Stop Schedule
Execute Recycle
Enable Channel
Disable Channel

. Start Smart Guard

. Stop Smart Guard

. Modify Smart Guard

. Modify Schedule

. Modify Configuration

. Start Live Streaming Server

Event Type

Mair Corsole étartup

lUzer Login

Modify Srnart Guard
Start Smart Guard
Maodify POS Setting
Stop Smart Guard
Start Smart Guard
Modify Smart Guard
Stop Smart Guard

16.
17.
18.
19.
20.
21.
22.
23.
24.
25.
26.
27.
28.
29.
30.
31.

| Description

admin

Step 3

Stop Live Streaming Server
Modify Live Streaming Server
Start Remote Playback Server
Stop Remote Playback Server
Modify Remote Playback Server
IP Camera Connection Lost
Auto Restart Windows

Modify POS Setting

POS Connection Lost

Modify E-Map

Start Remote Desktop

Stop Remote Desktop

Modify Remote Desktop

Start Central Management
Stop Central Management
Modify Central Management

Stepl: Choose the type of event you wish the check or select “All” from
the drop-down menu and view all types of events.

Step 2: You can either view the events that happened on a particular
date or during a given time period. To search and view unusual event
on a particular date, check the option right next to “Date” and select a

specific date.
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You may also point out two different time points and search for unusual
event happened during the period. Check the options in the Date
&Time columns and enter the date and time.

Click

You can see the results of Counting Application during the time period
you set.

- Log Viewer @

Unusual Event | Systern Log  Counting Application |Counting Application (Diagram) | posg ng]

channel: [al |

Date: ™ v = Exportto...
Date&Time: | -2 [T b Search
Event Time Channel | In Cut |
2007/07/25 19:00:00 Camera 3 14 12
2007/07/25 19:30:00 Camera 3 u] 4
2007{07/25 19:32:42 Camera 3 u] u]
2007/07/27 11:30:00 Camera 3 4 2
2007/07/27 12:00:00 Camera 3 3] =]
2007{07/27 12:30:00 Camera 3 4 4
2007/07/27 12:32:15 Camera 3 u] u]
2007/09/26 13:29:49 Camera 1 u] o

The Counting Application result data will show in a diagram.

Unusual Event| System Lag ! Counter Application  Counter Application (Diagram) I

Channel: [CAMERA1 =] Perog [oneDay | pate: [o0saovan - 2

Search

2005{11{10 In

12 3 456 7 89 1l]1112131415151718192021“222324
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View the POS Log history that had been detected by the Smart Guard
System, include Transaction Start, Transaction End, Open Cash Register,
Connection Lost, and special User defined event. Please refer the User
manual of POS for detail.

After search the log you want, you can export to .xls or .txt file.

- Log Yiewer @
Unusual Event  Systemn Log lCounting Application] Counting Application (Diagram) |
Log Type: |AII LJ
Date: |7 ¢ B = Exportto..

Date&Time: [ ; == T B Search |
Event Time Event Type ) | Description |
2007{09/12 00:45:41 Main Console Startup
2007{09{12 00:45:44 User Login adrnin
2007{09{12 01:11:10 Main Console Shutdown
2007/09/12 01:27:04 Main Console Startup
2007{09{12 01:27:05 User Login adrnin
2007/09{12 01:28:27 Main Console Shutdown
2007/09/12 15:06:51 Main Console Startup
2007/09{12 15:06:52 User Login adrnin
2007/09/12 15:07:04 Main Console Shutdown
2007/09/12 15:02:23 Main Console Startup
DON7INQM 2 150540 Main ronsnle Shetdmmaen M

Press the button “Export to”.
Type the file name and choose the file format (.xIs or .txt).

D1 - #~ PBBHB?HZ 88:45:41, Hain Console Startup,
A \ B [ ¢ [ o] [ 20087/89/12 00:45:44, User Login, admin
1 [Buenilime EveniTye Descpion. [ 2007/09/12 01:11:10, Main Console Shutdoun,
Rt gxﬁ"hs‘m . 20087/89/12 01:27:04, Hain Console Startup,
0 |o0709n2.011110  Main Console Shutdown 2007709712 081:27:85, Ust_ar Login, admin
5 [2070M200 2700 Main Consele Starhup 2007709712 01:28:27, Main Console Shutdown,
| 6 |20070912012705  User Login admin 2007/709/12 15:86:51, Main Console Startup,
| 7 |2007091201:2827  Main Console Shuvdown 2@87/09/12 15:86:52, User Login, admin
| 8 [I0070RA2 150651 Main Console Startup 2007709712 15:07:04, Main Console Shutdouwn,
| 8 2007092150652 UserLogin admin 2007/09/12 15:088:28, Main Console Startup,
oo e e ﬁi@zﬁ;ﬁ;‘“‘ 2007/09/12 15:08:40, Hain Console Shutdown,
| 12 [20070912 150840 Main Console Shidorwn 20087/89/12 15:08:54, Hain Console Startup,
13 20070012 15:08:34  Main Conscle Startup 28087 /09/12 15:89:81, Main Console Shutdown,
Ewmﬂzlsoom Main Censcle Shutdown 20807/89/12 15:14:11, Hain Console Startup,
| 15 20070012 15:14:11  Main Consele Startop 2007709712 15:14:12, Main Console Shutdoun,
16 [20070BA21514:12  Main Consele Shutdown 2007709712 15:14:31, Hain Console Startup,
| L7 {00702 151431 Min Consele Sartup 2007/09/12 15:15:20, Hain Console Shutdown,
18 |200709¢12 151520 Miain Consele Shavdown .
19 20070012 194815 Mein Conscls Strtup 2007/789/12 19:44:15, Ma%n Console Startup,
| 20 20070912 1944:58  Main Console Shutdown 2007709712 19:44:58, Main Console Shutdown,
| 21 |20070912 22:51:57  Main Conscle Startup 2@87/089/12 22:51:57, Hain Console Startup,
| 22 |200700412 225159 Main Conscle Shutdown 2007709/12 22:51:59, Hain Console Shutdoun,
| 23 |20070002 225214 Main Conscle Startup 2087/89/12 22:52:14, Hain Console Startup,
R wrRve (e 20087/89/12 22:52:18, User Login, admin
Emmﬂzzzssﬁg Main Console Sastup 2007 /709/12 22:52:24, Ma%n GConsole Shutdown,
S e 2007/99/12 22:53:19, Main Console Startup,
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2.13 Setting

2.13.1 Record Display

—Record Display

& Calendar Yiew " List Control

Calendar View: Make the record
display windows as calendar view. fis

I~ Playwhen open

[~ Auto skip when record motion only mode

List Control: Make the record display Next interval:
windows as list control. Previous interval: |7

min

ul

min

— Capture Image

;{h = gg) hi | @ @ e dj - @P %) | @ @ P ¢ Save in cliphoard

5t .
. mA 2007 y & = 53 Record Date B & Manually save the image file

Enc 2007/04415 End
[ 2007/04/14

 Autormnatically save the image file
#1123 4567

5[ B 910 1112 1314 200704710 o

(15 16 17 18 18 20 21 r =
Egg 2‘1‘ 22 22 23 22 :: r Breferred|(mage furmEt Ibmp vl
s 6 7 8 9101112 r r
= r
r r
r r v OK | X Cancel |
F="mnsly 7 7 k= oy 4.
= ¥ le= B 1
2.13.2 Play

Play when open: Check the option and set the system to start
playing the video clip every time when a record is withdrew.

Auto skip when record motion only mode: Check the option to set
up the system to automatically skip to the points where there were
motions recorded.

Next interval: Set the interval with which the video goes forward
when you click on the Next icon on the control panel.

Previous interval: Set the interval with which the video goes
backward when you click on the Previous icon on the control
panel.

2.13.3 Capture Image: Setup how you want to save image.

Save In clipboard: The image will be saved in the clipboard and
can be pasted on other application software.
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Manually save the image file: You can manually select where you
want to save the image, name the saved file, and choose the
format you want to save the image.

Automaitically save the image file: By pre-setting a path/URL and
the image format, the system will automatically save the image
accordingly when you click the Save button in the control panel.

Setting
_ Genersl 050 |Pog |
2.13.4 OSD Setting: PE
) . Turr?tg.‘mumi'fr Tahoma j
Enable Camera OSD to display video e e
information on recording video, v [
information includes camera name, ¥ Bold v Edge
camera number, date and time. Backgraund
User also can set up OSD font; include coer. |y
the font, size, font color and any font ITf P °
effects desired. W CameraName
[~ Camera Numher
rose [z00s0mi =
I Time  [Pmoeosal  ~|
v ok | [X came |
2.13.5 POS Overlay Setting: —
General | 08D POS
Enable Camera OSD to display video
information on recording video, |t Tahoma H
information includes camera name, e .
camera number, date and time. coe: [ b
User also can set up OSD font; include Erzg'dd v Ee
the font, size, font color and any font coor [N~/
effects desired. Transparency. e w
Setup how you want to save image.
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2.14 Remote Server

2.14.1 Add Remote Playback Site

Pressing the “Remote Sever” Senver Seting
can go to remote playback 9 semervame [
site management to add and mddress: [
setup the remote playback Pot 560
site. usermame [
Passward |7
Step 1: Enter the IP address or Save Password. I~
DNS, Port, Username, Test Servar
and Password.
Add ‘ Elete | Update|
Step 2: Click “Add” to add the =
server.

Step 3: Click OK to exit the Setting panel.

2.14.2 Access Remote Playback Site

Go to Date Time Panel and click on the @ icon on the top of the display
window to access the Remote Playback Site

©-2U0EH OO0
Local Machine

Remote Server 1 (192,163.1.51)
Remote Server 2 (192,163,1.52)

13 14 15 16 17 15 19
20 21 22 23 24 25 26
27 28 29 30 31
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#& Schedule Configuration

g Load g Copv o

=&l Default
01 Cameral
02 Carneraz
03 Carmera3
04 Carmerad

 Default -
|1 Day Mode | | ]Week Mo...

3. Schedule

X

[E Deraut

‘n12345&739mH|213|4|51317|3192021222324m

] Cameral
] Camera2
] Cameraz
] Camerad

o Inwert M Delete (¥4 Contigure

Start Time  End Time  Record | FRS Quality
06:30 15:45 Alwrays

Resolution

7

Click on the Schedule icon on the Main Console and set up
the time duration for video recording on the schedule
configuration panel.
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3. Schedule
% Schedule Configuration &
Load flest @ Core Tl G 7 A A4 b dAa s s E G ha A e A
= & pefault ] Camera f B
] Camera 2
] Camera 3
ﬂ] Camera: T} b
Camera /
Channel fnsert YqDelete 4 Configme
Start Time  End Time  Record FPS Quality Resolution
08:30 1545 Blwrays
Day Mode
Defait [ custam |
el
3.1 Day Mode

Schedule the cameras to turn the recorder on and off at the same time
every day according to your setting.

To setup the time schedule for each camera, you may
1. Load the preset modes or
2. Insert a new schedule manually

3.2 Load Preset Modes
Click on the Load icon for the drop-down menu.

Regular Mode: Video recording 24 hours a day with the setting of 30 FPS
(frames per second), Normal video quality and Normal resolution.

Office Mode: Video recording from 8 am to 8 pm (08:00 — 20:00, shown
on the red bar in the Schedule Configuration panel) with 30 FPS, Normal
video quality, and Normal resolution.

Shop Mode: Video recording from 10 am to 10 pm (10:00 - 22:00) with
30 FPS, Normal video quality, and Normal resolution.

High Security Mode: Video recording 24 hours a day with the setting of
30 FPS, the highest video quality, and High resolution.

Disk Saving Mode: The system will start recording only when a motion is
detected on the screen, 24 hours a day (shown on the green bar in the
Schedule Configuration panel), with the setting of 30 FPS, Normal quality,
and Normal resolution. You can adjust the sensitivity, interval, and area
of motion detection in the Schedule Configuration.
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Minor Mode: The system will start recording only when a motion is
detected on the screen, 24 hours a day (shown on the green bar in the
Schedule Configuration panel), with the setting of 15 FPS, Low quality,
and Low resolution. You can adjust the sensitivity, interval and area of
motion detection in the Schedule Configuration.

3.3 Insert a New Schedule Manually

Step 1: Left-click and draw the bar you want to the time table. The
scheduled time will show as a grey bar.

Step 1

& Schedule Confignration

i Load @Cupyw |ﬂf| Default 01 % 3% 4 & 8 7 Ag W1 12 13 14 15 6 17 18 18 g 22 23 zdffl
= [El Default i cameral

=l 01 cameral i camera2

Bl 02 cameraz ] cameraz

03 Camera3 ] Camerad

= 04 cameras

9 Insert
/ \

Start Jime  End Tirme  Recar FPS Quality  Resolution

' Default -
e Day Mode | | [(JWeek Mo...

‘\4 K | lx Cance\]
/

/ \ /

Step 2 Step 3 Step 4

Step 2: Click the Inserticon and add a new schedule in the Regular
Mode, i.e. to record video during the time period you set with 30 FPS,
Normal video quality, and Normal resolution.

Step 3: Change the setting if wished by clicking on the Configure icon
(See 3.7 Encoding Option Panel) or double click the schedule
information.
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Step 4: Click OK.

3.4 Copy Schedule

You may set up the schedule for each channel/camera by repeating the

process above, or simply apply the setting of a single camera to all the
others.

i Schedule Configuration

Copy TO firesdes (i Copy to ‘Iﬁ Default O 1 2 3 4 & 8 7T 8 8 0 11 12 13 14 5 16 17 18 19 20 2 22 24l
=& Default ] camerat
01 Cameral [ camera2

Carera2 [ Camera3
02 Cameras ] Camerad
04 Carmnerad

9 Insert 5 Delete [ Configure

Start Time End Time  Record  FPS Quality | Resolution
06:30 1545 Bhwiays

" Default -

) (X oo

3.5 Week Mode

Schedule the cameras for each day of the week differently. In addition,
you may assign extra holidays under the Week Mode.

Default Holiday Custom

#%: Schedule Configuration.

ghloal (@ Copyio

= [E Default il Sunday
= & 01 Camerat, ] monday
02 Camera: L] Tuesday

Start Time End Time Record  FPS Quality  Resolution

" Defat

7o ] (X ooma)

Week I\/Iode/
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3.5.1 Default: Follow the same process to setup the schedule for every
day in a week.

3.5.2 Holiday: You may assign holidays where the system wiill work
according to the setting of Sunday.

3.5.3 Custom: You can assign a particular date(s) on which the system
will work according to a special schedule(s) different from the others.

3.6 Adjust the Scheduled Setting: You can manually change the setting at
any time after you insert or load a period of schedule.

Option 1: Move the cursor to the Time Bar and change the length or
move the bar sideway to change the start and end points.

Time Bar

#s Schedule Configuration

Flosd (g Copyto ‘E Camera; 4 o 1 2 3\5 5 7 8 8 W 1 1z 13 14 15 1 17 19 19 30 n 3 23 240

= & Default

=-f5 01 Cameral
02 Camera2 i Tuesday
H . Cammera3 ) Wednesday
CO ﬂfl g ur e \ =& 04 Camerad A Thursday
) Friday
] Saturday

5 Inert P Delete ¥4 Configure

Start Time | End Time  Record | FPS Quality Resolution
15:00 Alweays

Schedule
Information

] Default | Holiday

Option 2: Click on the Configure icon or double click on schedule
information on the screen (highlighted in blue) to obtain the Encoding
Option panel (next page) and change the setting as wished.

Configure: Click on the configure icon to obtain the Encoding Option
panel.
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Select Event

Smart Guard:

=G CAMO1 Main Gate

T CAMO2 Driveway
=44+ CAMO3 Pool
O ceneral Mation
s - =4+ CAMO4 Room A
Original Video O General Motion
=G CAMOS Room B
O General Motion
=4+ CAMO6 Back Door
O General Mation

Encoding Options

Digital Input

O[] Main Gate Tnput:0
O[#]Fool nput:0
(#]Pool Input:1
O[] Fool put:2
O[] Fool put:3

7o ] [X ool

Time Mode

Start Time: | 00:00 = + Always Recosd
End Time: |2359 - (" Record on Event

" Record on Motion:
Pre-record: |5 sec. (Max 60) . "

Post-record: |3 sec. (Max 60)

Audio

I™ Record Audio

v  OK ’X Cancel ]
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For Analog camera
(NUUQ’s capture devices “SCB series” required)

Original video W Encoded Video

g4/ 11 aMo9 =59 : Bk ‘ b
1

—Time —Mode ~Yideo Encoder
. . =l & Abways Record
Start Time: |un.uu = FrameRate ————J Full 30.0)
S - " Record on BEvent | SE[ECEEVERT
End Tirme: |23;59 j Quality ——F—— Mormal
" Record on Mation: — 40
Pre-record: |5 sec. (Max G0 BEOIEm I I "
¢ ) SERSitiiy, '_J— [aral
- - . Default
PosiEEREiE. sec. (Max 60) Erarme ntetval '—J— 2
Approximate: 1GB (6 hr 12 min)
—Audio Eetangl e S ot oz 1)
2| Recardlsudia | | Clear | Default|

v OK | X Cancel ‘

Original Video

In this window, the video is digital signal converted from analog
camera without encoded.

Encoded Video

In this window, the video is digital signal decoded from the encoded

video from analog camera. It is also the record video when you record
the video.

Video Encoder

You can adjust the Frame Rate, Quality, and resolution you want to
record.
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3.7.1 Always Record: Select this option to record the video at all time.

3.7.2 Record on Event: Select this option to obtain the Select Event panel.
From the Smart Guard list, check the box of the camera(s) that you want
to trigger the recording action. Click OK to complete the setting. Note:
This option needs start Smart Guard to trigger the recording schedule.

3.7.3 Record on Motion: Select this option to start recording when there
are motions detected. To detect Motion, you have to define a detection
zone. Left-click and drag the mouse to draw a detection zone. You may
define more than one zone on the screen by repeating the same process.
User can also click on “All” button to select the entire detection zone. You
may adjust the sensitivity and the frame interval.

3.7.4 Pre-record/ Post-record Time: The pre-record/ post-record function
saves the recording data accordingly. For instance, to set up a 5 second
pre-record time means the system will start saving the recording data 5
seconds before the event happens.
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"1 Event and Action Co nfiguration .
~Event —Action
B E & s O] ed i D @ | £D Lo SE

=10 CAMDL ICanTek-iCanyisw2 Action Options X cancel

'@, Ganeral Motion
=-0F CAMOZ ICanTek-iCanyiew2
'@ General Mation
=k CAMOZ YIVOTEK-IZ7151
@ General Motian
"4 signal Lost
- box 1
i Connection Lost
= [£] Digital Input
. [#] vIvOTEK-1Z7151 Input:c
= [£] System
- [L] Disk Space Exhausted
{8} systerm Health Unusual

- Wideo Preview

2 I TR |

Click on the Guard button on the Main Console to start the Event and
Action Configuration panel. You need to specify an event to be detected
as well as to set up an action with which the system will take when the
specified event is detected.

Smart Guard Event Report |
Crystal Ball: Indicates the — [ventType | Comera | esarption [ i
working status of the sys- s eue &
tem, in blue color rolling
when system is recording;
in red when an event is
detected. When the
crystal ball is red, you can
click it to cancel the
event(s). o ot | conean | (G
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"1 Event and Action Configaration @
Event Action
:
+ 4 [CAMO1 Main Gate: fickion Options maacal

& eneral Motion
G#CAMD2 Driveway
G CAMO3 Pool
'8! General Motion
=1} CAMO4 Room A
'8, General Motion
=14 CAMOS Room B
18 General Motion oo i
= 4§ CAMO6 Back Door
B, General Motion
[#] Digital Input
[#] system

There are three sources of events: Camera (video image), POS Event,
Digital Input (device connected to you PC) and System (condition of your
hardware). You can assign multiple events by following the instructions
below.

Select a channel from the camera list and click the insert event

Icon. . .
Select Event
|
Event Tywpe Descriptiom.
i:ll:ESignaI Lost Detect video signal connection
&, General Mation Detection af any mavement
[ Foreign Object Detect foreign object in defined areals
B Missing Olbiject Missing/being moved of defined object
| 0se Focus Camera focus lost detector
& Camnera Occlusion Camera blocked or damaged
< >
I OK [ % Cancel ]

There are six types of events: Signal Lost, General Motion, Foreign
Object, Missing Object, Lose Focus, and Camera Occlusion. Select the
event you want on the Event Type list, and then click OK.

Configure the setting of the Event Type. See the following instruc-
tions.
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4.1.2 Event - Signal Lost

Basic

Enable Event: Check the box to activate. TSSO S

Basic

Life Cycle

v Enahle Event

- Life Cycle

Automatically cancel event when event
d|SappearS the alarm/aCtlon WI” be Off  Manual cancel event or event last friggered
once the abnormality is fixed or ends. - Cancel ovetater [T seconds

" Automatic cancel event when event disappear

Manually cancel event or event - Actvated Period
continues triggered: The alarm/action  Abways actvated

will continue until being canceled from " Activated anly In e following perlod
the Main Console (Start>Open Event o =
Report>Cancel All Events). The user
currently not at the seat watching the racsrTT

screen will be notified by the alarm.

Cancel event after timeout xx seconds: Enable checkbox and setup the
timeout seconds to cancel the event after the time that you set
whatever the events disappear or not.

Activated Period: You can set up the system to react during a certain time

period; for example, office hours

4.1.3 Event - General Motion

Detect any movement in the defined detection zone.

Basic Setting

Enable Event: Check the box to activate.

Life Cycle

Automaitically cancel event when event disappears: the alarm/action
will be off once the abnormality is fixed or ends.
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The alarm/action
will continue until being canceled from the Main Console (Start>Open
Event Report>Cancel All Events). The user currently not at the seat
watching the screen will be notified by the alarm.

Enable checkbox and setup the
timeout seconds to cancel the event after the time that you set
whatever the events disappear or not.

You can set up the system to react during a certain time
period; for example, office hours

Alarm Event Configuration

Basic Advanced

Alarm Event Option Video Preview

Sensitivity. ——— F——
Interval: —F—
16
Region Definition
t« Define detection zone
£ =
All Clear

l Start Simulation ‘

I« OK | I X Cancel ]

Click and move the slider control to the right to increase
sensitivity so that a relatively small movement will trigger the alarm. Move
the bar to the left to reduce the sensitivity of movement detection. Set up
an appropriate Sensitivity value will reduce the chance of false alarm. For
example, you can lower the Sensitivity to avoid the alarm being triggered
by a swinging tree in the breeze.

Click and move the slider control to the right to increase interval
time so that the alarm will only be triggered when the movement lasts
longer. Move to the left to reduce the interval time.
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Region Definition: To detect General Motion, you have to define a de-
tection zone. Left-click and drag the mouse to draw a detection zone.
You may define more than one zone on the screen by repeating the
same process. User can also click on “All” button to select the entire
detection zone.

Start Simulation: Click the Start Simulation button and test the function on
the preview screen.
4.1.4 Event - Foreign Object

Alarm will be set off when an object appears in the defined area on the
screen.

Basic Setting
Enable Event: Check the box to activate.
Life Cycle

Automatically cancel event when event disappears: the alarm/action
will be off once the abnormality is fixed or ends.

Manually cancel event or event continues triggered: The alarm/action
will continue until being canceled from the Main Console (Start>Open
Event Report>Cancel All Events). The user currently not at the seat
watching the screen will be notified by the alarm.

Cancel event after timeout xx seconds: Enable checkbox and setup the
timeout seconds to cancel the event after the time that you set
whatever the events disappear or not.

Activated Period: You can set up the system to react during a certain time
period; for example, office hours
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Alarm Event Configuration .

Basic Advanced

Alarm Event Option Video Preview

“ Sensitivity. ——— F——

Interval: —
Ja
Region Definition
 Define detection zone
" Define object size
All Clear

[ Start Simulation ‘

l/ oK ][X Cancel |

Click and move the slider control to the right to increase
sensitivity so that a relatively small movement will trigger the alarm. Move
the bar to the left to reduce the sensitivity of movement detection. Set up
an appropriate Sensitivity value will reduce the chance of false alarm. For
example, you can lower the Sensitivity to avoid the alarm being triggered
by a swinging tree in the breeze.

Click and move the slider control to the right to increase interval
time so that the alarm will only be triggered when the movement lasts
longer. Move to the left to reduce the interval time.

To detect Foreign Objects, you have to define a
detection zone and define the size of the object you want to detect.
Left-click and drag the mouse to draw the detection zone (Region 1).

After defining the detection zone, select and then
left-click and drag the mouse to indicate the size of the object you want
to detect.
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Event - Foreign Object

Hint: For instance, if you want to prevent somebody from leaving a
briefcase in a hallway, you may put a briefcase in the hallway where the
camera is aiming. On the screen of the camera, draw an area that fits the
size of the briefcase and define it as the object size, and then remove the
briefcase before activating the Smart Guard function on the Main
Console. The system will consider everything in the screen normal when
you click Start to activate the monitor function.

Start Simulation: Click the Start Simulation button and test the function on
the preview screen.
4.1.5 Event - Missing Object

Alarm will be set off when an object disappears in the defined area
on the screen.

Basic Setting
Enable Event: Check the box to activate.
Life Cycle

Automaitically cancel event when event disappears: the alarm/action
will be off once the abnormality is fixed or ends.

Manually cancel event or event continues triggered: The alarm/action
will continue until being canceled from the Main Console (Start>Open
Event Report>Cancel All Events). The user currently not at the seat
watching the screen will be notified by the alarm.

Cancel event after timeout xx seconds: Enable checkbox and setup the
timeout seconds to cancel the event after the time that you set
whatever the events disappear or not.

Activated Period: You can set up the system to react during a certain time
period; for example, office hours
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. Alarm Event Configuration

Basic Advanced

Alarm Event Option Video Preview

Sensitivity, ——— ——
Interval: ——
i

Region Definition
+ Define detection zone
e z

Clear

Start Simulation I

|\/ oK | [ K Cancel ]

Click and move the slider control to the right to increase
sensitivity so that a relatively small movement will trigger the alarm. Move
the bar to the left to reduce the sensitivity of movement detection. Set up
an appropriate Sensitivity value will reduce the chance of false alarm. For
example, you can lower the Sensitivity to avoid the alarm being triggered
by a swinging tree in the breeze.

Click and move the slider control to the right to increase interval
time so that the alarm will only be triggered when the movement lasts
longer. Move to the left to reduce the interval time.

To detect Foreign Objects, you have to define a
detection zone and define the size of the object you want to detect.
Left-click and drag the mouse to draw the detection zone (Region 1).

After defining the detection zone, select and then
left-click and drag the mouse to indicate the size of the object you want
to detect.
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Event - Missing Object

Hint: For instance, if you want to prevent somebody from removing the
computer monitor on the desk, draw an area that fits the size of the
monitor on the screen. i
Alarm Event Configuration

Basic Advanced i

— Alarm Event Option —\Video Preview

I lgrore Lighting Change

~Reagion Definition
¢ Define detection zone

¢ Define ohject size
Clear

Start Simulation l

o OK | [ X Cancel ]

Start Simulation: Click the Start Simulation button and test the function on
the preview screen.

4.1.6 Event - Lose Focus

This function alarms you when any of the cameras is losing focus and has
blurimage.

Basic Setting
Enable Event: Check the box to activate.
Life Cycle

Automaitically cancel event when event disappears: the alarm/action
will be off once the abnormality is fixed or ends.
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The alarm/action
will continue until being canceled from the Main Console (Start>Open
Event Report>Cancel All Events). The user currently not at the seat
watching the screen will be notified by the alarm.

Enable checkbox and setup the
timeout seconds to cancel the event after the time that you set
whatever the events disappear or not.

You can set up the system to react during a certain time
period; for example, office hours

Alarm Event Configuration @

Basic Advanced

Alarm Event Option Video Preview

Sensitivity. ——— F——

Interval: —_——

Iv lgnore Lighting Change

Start Simulation

[« oKk | | X Cancel ‘

Click and move the slider control to the right to increase
sensitivity so that a relatively small movement will trigger the alarm. Move
the bar to the left to reduce the sensitivity of movement detection. Set up
an appropriate Sensitivity value will reduce the chance of false alarm. For
example, you can lower the Sensitivity to avoid the alarm being triggered
by a swinging tree in the breeze.

Click and move the slider control to the right to increase interval
time so that the alarm will only be triggered when the movement lasts
longer. Move to the left to reduce the interval time.
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Ignore Lighting: Check the box to avoid alarm being set off by light
changing.

Start Simulation: Click the Start Simulation button and test the function on
the preview screen.

4.1.7 Event - Camera Occlusion

This function alarms you when any of the cameras is blocked.

Basic Setting

Enable Event: Check the box to activate.

Life Cycle

Automaitically cancel event when event disappears: the alarm/action
will be off once the abnormality is fixed or ends.

Manually cancel event or event continues triggered: The alarm/action
will continue until being canceled from the Main Console (Start>Open
Event Report>Cancel All Events). The user currently not at the seat
watching the screen will be notified by the alarm.

Cancel event after timeout xx seconds: Enable checkbox and setup the
timeout seconds to cancel the event after the time that you set
whatever the events disappear or not.

Activated Period: You can set up the system to react during a certain time
period; for example, office hours
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Alarm Event Configuraiion

Basic Advanced

Alarm Event Option Video Preview

Sensitivit:. ——— F——

Interval e ——

[ Ignore Lighting Change

Start Simulation

[v ok | [ X Cancel |

Click and move the slider control to the right to increase
sensitivity so that a relatively small movement will trigger the alarm. Move
the bar to the left to reduce the sensitivity of movement detection. Set up
an appropriate Sensitivity value will reduce the chance of false alarm. For
example, you can lower the Sensitivity to avoid the alarm being triggered
by a swinging tree in the breeze.

Click and move the slider control to the right to increase interval
time so that the alarm will only be triggered when the movement lasts
longer. Move to the left to reduce the interval time.

Check the box to avoid alarm being set off by light
changing.

Click the Start Simulation button and test the function on
the preview screen.
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4.1.8 Assign a POS Event

Select Event

Step 1: Select a @&POS from the list and Event Trpe Descriptian -
click Hthe insert event icon. Tt A haniaction ands.

Open Cash Drawer Cash Drawer is opened L

Connection Lost Connection Lost 3

. User Defined 1 User defined event rule 1
Step 2: There are five types of events: s User st evont e
Transaction Start, Transaction End, Open et Defined 4 e defined event e 4
Cash Register, Connection Lost and User | |\ t=fr=ie User defred event e [
Defined. Select the event you want on 75 [X o]
. . ance

the Event Type list, and then click OK.

5, Transaction Start - Detect any transaction beginning

& Transaction End - Detect any transaction ending

Open Cash Register - Detect any cash register opening

User Defined - Detect any condition which is defined by user

48 Connection Lost - Detect the connection abnormal event between

POS box and Main Console system.
Step 3: Configure the setting of the Event Type. Please refer the User
manual of POS for detail.

4.1.9 Event - Digital Input Event

A\ Event and Actiion Configumtion X
Event Action
o ; v 0K
=Gk CAMD1 Camera 1 Action Options X Cancel

'® General Motion
Ok CAMO2 Camera 2
OF CAMDE Camera 3

S te p l OF CAMD4 Camera 4 Select Digital Input Module
[#] card1 mput:n 1/0 Madule Input Pin
[#] System

cardl 1 (zwitch)
[ | 2 o)

cardl 3 (Input 3)

/ cardl 4 (Input 4)

cardl S (Input 5}

/ cardl 6 (Input 63

Ste p 2 cardl 7 (Input 73

Step 1: Click and highlight Digital Input on the event type list, and click the
Insert Eventicon.
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Step 2: Select the device that is connected to your system, that is, the PC
you are working with.

Basic Setting
Enable Event: Check the box to activate.
Life Cycle

Automatically cancel event when event disappears: the alarm/action
will be off once the abnormality is fixed or ends.

Manually cancel event or event continues triggered: The
alarm/action will continue until being canceled from the Main
Console (Start>Open Event Report>Cancel All Events). The user
currently not at the seat watching the screen will be notified by the
alarm.

Cancel event after timeout xx seconds: Enable checkbox and setup the
timeout seconds to cancel the event after the time that you set
whatever the events disappear or not.

Activated Period: You can set up the system to react during a certain time
period; for example, office hours

x

-~ Event Action
4.1.10 Event - System B Hds— v oo
=Gk CAMOL namel Action ‘ Options | X cancel
| L.18] General Mation
= CAMOZ namez2
Ste p 1 0 Genet, otion Event Type | Description |
- Canad named Disk Space Exhausted Disk space is exhausted
% coneral Motion Systemn Health Unusual High CPU ternperature or low fa...
AGr CAMOS names
el ] Digital Input
- 1¥] Systam
Step 2

Z || R
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Step 1: Click and highlight Digital Input on the event type list, and click the
Insert Eventicon.

Step 2: There are two events. Select the event you want to detect.
Disk Space Exhausted

This function alarms you when disk space is exhausted.

Basic Setting

Enable Event: Check the box to activate.

Life Cycle

Automaitically cancel event when event disappears: the alarm/action
will be off once the abnormality is fixed or ends.

Manually cancel event or event continues triggered: The
alarm/action will continue until being canceled from the Main
Console (Start>Open Event Report>Cancel All Events). The user
currently not at the seat watching the screen will be notified by the
alarm.
Cancel event after timeout xx seconds: Enable checkbox and setup the
timeout seconds to cancel the event after the time that you set
whatever the events disappear or not.
Activated Period: You can set up the system to react during a certain time
period; for example, office hours
System Health Unusual
This function alarms you when high CPU temperature or low fan speed.

Basic Setting

Enable Event: Check the box to activate.
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Life Cycle

Automaitically cancel event when event disappears: the alarm/action
will be off once the abnormality is fixed or ends.

Manually cancel event or event continues triggered: The
alarm/action will continue until being canceled from the Main
Console (Start>Open Event Report>Cancel All Events). The user
currently not at the seat watching the screen will be notified by the
alarm.

Alarm Event Configuration

Advanced setting

Basic Advanced

— Current Status

Current Status: Show you the current CPU
temperature and fan speed.

CPU Temperature:  RiA

Fan Speed: I,

—Options

Option: Check the temperature format
Celsius or Fahrenheit and adjust the high
temperature alarm at what temperature
degrees and low fan speed alarm at
what RPM. Lowlanspessaamat 2] 1000 e

Temperature Format: @& Celsius

" Fahrenheit

High temperature alarm at ﬂ Toc

v 0K | X Cancel |
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Insert Action: To setup actions responding to an unusual event.

~ Event ~Action
e i rm—

Ste l = G CAMOL Camera 1 Action Options X cancel
p 8, General Motion [Hon soreen Display
[#] Digital Input. —— =
& System Select Notification Action
Action Type Description
On Screen Display On Screen Display
[ Play Sound Play Sound
/ Bsend E-al Send E-Mail
Phone Call Phare Call
+3¢PTZ Preset Go PTZ Preset Go
& Signal Digital Output Signal Digital Output
Ste p 2 BdSend a SMS message Send a SMS message
B Send to Central Server Send to Central Server
ﬂ FTP Send snapshot to FTP
\ %" Popup E-Map on Event  Popup E-Map on Event
e

Step 1: Choose an event and click the “Insert Action” icon.

Step 2: There are 8 types of actions: On Screen Display, Play Sound, Send
E-mail, Phone Call, PTZ Preset Go, Signal Digital Output, Send a SMS
Message, Send to Central Server, Send snapshot to FTP, and Popup E-Map
on event. Select the action you want on list and then click OK.

Step 3: Configure the setting of the Action Type if needed.
4.2.1 Action - Action Type

On Screen display: A red warning will be flashing on the screen of Main
Console, indicating which type of unusual event is detected.

Play Sound: Sound alarm warning. Choose a Wave file ((wav) and the
system will play the sound as alarm when an unusual event is detected.

Send E-mail: The system will send an E-mail immediately to given accounts
indicating the type of event, the time, and attaching a picture taken
while the event is detected. To give the system the E-mail accounts, go to
Config > Setup > Hotline. See Configuration at page 78 for detail.
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Phone Call: The system will call a given phone number when an unusual
event is detected. To setup the phone number and make an audio
record for the phone call, go to Config > Setup > Hotline. See

Configuration at page 78 for detail.

PTZ Preset Go: The PTZ (pan/tilt/zoom) camera will go to a preset point or
auto patrol when an unusual event is detected.
Please follow below steps to setup this function.

Step 1: Choose an event and click the “Insert Action” icon.

Step 2: Select the “PTZ Preset Go” action and then click OK.

Step 3: Set the action of cameras which you want to be trigger by events.

For example:

Set the action of camera 1.

1. Choose camera 1.

2. Set the start, end preset points.

3. Select the Life Cycle.

4. Click on Add.

Set the action of camera 2:

5. Choose camera 2.

6. Set the start patrol and end
patrol.

7. Select the Life cycle

8. Click on Add.

9. Finally click on Ok to save all
setting of cameras.

Note: You need to configure your PTZ
camera before using this function. See

P'LZ Camera Preset Go

1L
Camera CAM14 (camera 3) - | IP Camera

Start
2. &+ Preset " Patral

I = [

Life Cycle

|+ Stop PTZ action when event disappear

" Keep PTZ action second

End

2- + Preset " Patral
The end preset go will take second
[ amd [ clear |
Camera | Start | Life Cycle | Endl End Preset Go

[\/ Ok ] l)( Cancel ]

Config at page 77 for PTZ camera configuration.

Signal Digital Output: Triggers traditional alarming devices that connect to

the system, such as alarm lights and sirens.

Send a SMS message: The system will send a SMS message immediately to
given accounts indicating the type of event, the time. To give the system
the GSM modem, go to Config > Setup > Hotline. See Configuration at

page 78 for detalil.
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Send to Central Server: The system will send a Event to Central Server. The
detail please refers the user manual of Central Management System.

FTP: The system will upload a snapshot immediately to FTP site. To give the
system the FTP server, go to Config > Setup > Hotline. See Configuration at
page 78 for detail.

Popup E-Map on Event: The system will auto  [Popup e-map on event
popup E-Map window and show the

assigned map and indicator. To edit E-Map,
see Configuration at page 107 for detail. nacatr GSTEIGSEN2AS E

Map Layer: |sub|ayer1 j

’J 0K ”X Cancel l
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5. Configuration

{&f  Setting \
Modify the setting and access counting Save/Load Configuration
application, log viewer, backup, and
network services. Click on the Config Counting Application
icon, select from the drop-down menu @& PoS Application
and open the Configuration panel. Bl Logviewsr

Backup

* Video Source function available only
with MPEG-4 software compression Hetwork Service
captures devices. About MainConsale. ..

page-69



Intelligent Surveillance Solution

5. Confi'guration
5.1 Setting - General

. Setting

Startup — |

DDNS Service

e Startup
[~ Main Congole

I~ Schedule Recording Systermn
I~ &mart Guard System

I~ Counting Application

[~ Liwe Streaming Server

[~ Remote Flayback Senver

[~ 3GPP Server

I~ Remote Desktop Server

I~ Central Management Service
I~ Full Screen

I~ Auto Login

DDME Service

Automatically /

Miscellaneous

L. I~ Automatically popup event report

1 Storage

Lacation
Dn\wideo

v Automatic Recycle

Recycle Range |6 hours -
™ Keep Video ,_ days
¥ Keep Event Loy 17_- days
W Keep Systerm Log lT days
W Keep Counting Log ,BD—‘ days

v Keep POS Transaction [g9g

Audio Preview

Default Channel | (Mot Used) -

[ Preview Active Channel

Yolume = J—

days

General WCamera] 0 Device | PTZ Cnnﬂg] Hntline] UserAccnunt] Address Ennk] MnnitnrD\smay] Jny’stick]

-Status Display -

v Current Date

v Current Time

| Free Disk Space

I~ IP Camera Bitrate

W CPU Temperature
* Celsius Degree
" Fahrenheit Degree

¥ CPUFan Speed
I~ UserDefined Text1

—

[~ UserDefined Text 2

Auto Reboot
I~ Enable Auto Reboot

Every
at v

Popup Event Report

5.1.1 Startup

Check the box and activate the functions as the system starts. You may

start/stop the function in Monitor panel on the Main Console.

DDNS Service: Dynamic Domain Name
Server (DDNS) function allows you to use
Live View or Web View to connect to

the Main Console through Internet

event if you have a dynamic IP address

Click on the DDNS button to obtain the
Dynamic DNS Setup panel. Set up the
DDNS function by selecting the provider
type, filling in user name, password and

hostname, and adjusti
period.

ng the update

Dynamic DNS Setup

Provider |DIDNS -]

Password |

Hostname |

Update period ——— 16 minutes
7o ] (X oo ]

5.1.2 Automatically Popup Event Report: Event report dialog
automatically popup when events been detected. Make sure to stop
Smart Guard System before you modify the setting, otherwise the
modification will not take place.
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5.1.3 Storage

Location: Assign the default folder for the
system to store all data files. Recommend not
save in system HD (C:\) avoid PC efficiency
drop when free storage low.

Automatic Recycle: The system will
automatically delete out-dated data to save
storage space.

Keep Video: Delete the video records that are
older than the number of days set.

Keep Event Log: Delete the event log data that
is older than the number of days set.

Storage

Location E]

Oahvideo

[+ Automatic Recycle

Recycle Range |6 hours -
[~ Keep¥ideo l— days
W Keep EventLog 7 days
v Keep Systern Log ,T days
v Keep Counting Log W days

¥ Keep POS Transaction |90 days

Audio Preview

Default Channel  [{Mot Used) -

[ Preview Active Channel

Vaolume - )—

Keep System Log: Delete the system log data that is older than the

number of days set.

Keep Counting Log: Delete the counting application data that is older

than the number of days set.

Keep POS Transaction: Delete the POS transaction data that is older

than the number of days set.

5.1.4 Audio Preview

System plays the audio of System plays the audio of left-top
default channel selected channel
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Select the audio channel that you wish to hear from
in “Default Channel.

Check the “Preview Active Channel” option
to hear the audio from selected video channel on Main Console. The
default channel plays if the video channel isn’t selected.

Adjust the volume with the “volume bar.”

Check the boxes of the information that you wish to see in the information
display window in the Main Console. p——

2007/01/22
18:15:23

Check the option of “ Enable Auto Reboot ” that
you can reboot the system on the time you select.

Startup
[~ Main Console

. [~ Schedule Recording System
Check the option of “ Enable Auto Reboot. ” | o . cua system

Select the time you want to reboot.\ ~ Counting Application

Auto Reboot [~ Live Streaming Server

[ Enable Auta Reboot [~ Remote Playback Server
Every [~ 3GPP Server
at l—_| [~ Remote Desktop Server
[~ Central Management Service
: Please also enable Startup , B UL S
and when PC Boot B
to ensure all system running normally after Auto

Reboot.

page-



Intelligent Surveillance Solution

5. Configuration

_ Confia
5.2 Setting - Camera

"‘ Setting
General Cameara 1”0 Device] PTZ Con \g] Hmlme] UserAccount | Address Book | Manitor D\sp\ay’] Jnystick]

Search —  Seorch i sty Delte | v Coniy

[ j#Cam01 ICapl ek-iCanview220

&5 CAMD2 IgAnTek-iCanyiew240
&5 CAMDIATVOTEK-1Z7151

Insert

Delete

~Camera Parameter -

- 0OBD Setting

ICanTek-ICanyiew220 v Enable
v Dale 200807110 v]

v Time PH09:05.00 'i
Go to Weh Interface % Camera Number

Camera Settings [~ CameraName
Yiden Parameter [~ Bitrate Apply Al

5.2.1 Add Camera
Four function buttons will be included in the Setting/Camera panel if you
have our Hybrid Surveillance System license for IP camera.

Search: Click on the Search icon to (SR &
obtain the Search IP Camera panel. The | [oween ]
system will start scanning automatically e —
once the panel is opened; feel free to W oviisedian

207 004080724785

stop scanning by clicking on the Stop
Scan button.

FCS-3000 00-11-68-80-3A-05
FCS-1040 00-11-68-8047.01
WCS-2030 00-11-6B-8032-28
H5-1030 00-11-0B-80-30F0

IP Camera Option

. . Camera Name: || mdOne FCS-8011 (192 188 1 131)
Fill in the user name and password for e
each IP camera found and click OK to Feamrs
add it to the camera list. ot e o

Insert: Click on the Insert icon to obtain the IP/Video Server Setting panel
and add IP cameras to the list.

Delete: Click on the delete button to remove the selected IP camera(s)
from the system. Click OK to finalize the modification.

Config: Click on the Config button to obtain the IP/Video Server Setting
panel. You can modify the IP camera settings with the Setting panel. See
page 75 for detalil.
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(i Setting ﬁ

General Camera iIIO Devicei PTZ Cnnﬂg! Hmlme! User Account | Address Book | Monitor D\smay" Jnystickl

Camera List B 5each oy irmst MyDets A Conl
\ 25 CAMD1 ICanTek-[Caniew220
| B &8 CAMOZ ICanTek-ICanview240
&5 CAMD3 VIVOTEK-1Z7151
Camera Name \
~Camera Parameter

Go to Web Interface [tk Ganenazn ¥ Ensile
T ¥ Date [2o08mine <]
\ ©Tme  |Pwossoo s

i — v Camera Number
Camera Settings o
Widea Parameter [ Bitrate

(s

- OBD Setting

Video Parameter

5.2.2 Camera Parameter OSD Setting

Camera List: The camera(s) connected to the system will show on the
panel, click the name of the camera to adjust the setting.

Camera Name: Name the camera for your convenience.

Go to Web Interface: Go to Website interface to configure the camera
setting (option).

Camera Settings:
Set the camera parameter offered by camera vendor.

Video Parameter: Adjusts the video’s brightness, (G
contrast, saturation, and color hue values. mwwml =

Fant T Tahoma =

Size: m

Color. |:|M
5.2.3 OSD Setting: Select the information that v e
you wish to see in the on-screen display, or the [ —
sub-screen of the camera. And then, click the Tanspareney  ————————t— 210
Font button to setup the font style.
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5.2.4 IP Camera / Video Server Setting panel

x
Network Metwark
Mame: |
P Address: | I Use DNS
Hitp Port: Igg
User Marne:; I
Device Password: |
Protocal: CTCP & UDP ¢ HTTP
- Device
“endar: Ie"-"\}ﬂS j Auto Detect
Carnera Model: |2E|5 j
Description — =t R EE mee
—Description
Yideo Codec:MIPEG
Audio Codec: BAA
Carmera:1, DO, DO:0

Network: Fill up the Network field (including Name, IP Address, Http Port,
User Name, Password and Protocol) referring to the instruction provided
by the camera manufacturer. Check “Use DNS” to use domain name

instead of IP address.

Device: Choose the IP camera manufacturer from the drop-down menu.

v OK ‘ X Cancel‘

Click on “Auto Detect” and the model name will show in the box.

Description: Show information of the IP camera.
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: : Device Settin
5.3 Setting - I/0O Device 9
! Setting
General ] Camera VO Device ]PTZ Config ] Huﬂlna] Usem:cuum] Address Eluokl Mojhitor D\Sp\aﬂ
I/0 Device Setting - il Digital input/output ping of selected /0 module
/ Module: |Fool Hame: | I Type: | =]
Modify
Device I _J Pin Name l Signal Type
: DIO Input 0 N/
D - DIL Input 1 Njo
DI2 Input 2 N/O
L ! DI3 Input 3 N/O
. DOO output 0 N0
Module Setting Hodue _ Device [ I 56 oumis o
E Main Gate 1P Camera Doz output 3 n/o
/ ol o comere
List of devices
Digital Input Monitor - 1 Digital Quput Simulation
ft
P L eoce
Input Monitor
7 o

Output Monitor

Module Setting: Name the module device and ID that has been
connecting the digital input/output device(s) to your system.

Device: This column displays the device(s) already installed to the system.
ID: Select the number of the I/0 port to which you plug the ribbon cable.

Input Monitor: The device(s) is turned on if the dot is in red. By triggering
the digital input device, the related icon will light up. This is used to check
if the device is correctly connected or not.

Output Monitor: The device(s) is turned on if the dot is in red. By clicking on
the icon, you may trigger the digital device connecting to the system. This
can be used to test if the output device is correctly connected.

Device Setting
Name: Insert the name of the device (input and output).
Type: Select the device type from the drop-down menu.
N/O: Normal Open.
N/C: Normal Close.
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5.4 Setting - PTZ Config

General ] Camera} WO Device  PTZ Config IHmIlne ] UserAccoum] Address Bouk] MumtorDlsplay] Joystlck]

Basic Sefting
Basic Setting O 8 camol camera 1
[m} E CaMO2 Camera 2 Camera Model ’m
O & camMoz Camera 3
Com Part m

FAcamng Camera 4 e
Baud Rate: | 2400 ¥
-

Advanced Setting e T |
\_\
+ Advanced Setting
Pan Speed —)— Medium
Tilt Speed 7)— Medium
Zoom Speed ——— F——  Medium

Miscellaneous
N\- Miscellaneous

[ Patrol Group ] [ User-Define Preset ]

[.\/ 0K ] [x Canuel]

Install PTZ cameras following the instruction of the camera manufacturers.
A PTZ camera is usually connected to the PC with RS-485/RS-422.

Check the box on the camera list to activate the PTZ control function of a
PTZ camera.

Basic Setting: Select the camera model, com port, baud rate, and
address according to your PTZ camera.

Advanced Setting: You may setup the pan speed, tilt speed, zoom speed
and auto pan speed. Adjust the settings by dragging the bars.

Miscellaneous:

Patrol Group: You can setup the Patrol Group, please see page 20 for
the detalil.

User-Define Preset: User-Define Preset for analog speed dome can
trigger the extra-function of speed dome itself such as auto-tracking, login
menu of camera...etc.
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Tser-Defined Preset Dialog ﬁl

Configuration

PresetMame:  |function 4
Freset Mumhber: 70

— Step 1: Type the Preset Name.

~—— Step 2: Type the Preset Number.

[ oeete || Upgate | —
1D | Name Preset Step 3: Pressure the buttons to Add,
> Srmon 5 Delete, or Update preset setup.
3 ftens =
5 function 4 70

[/ 0K l [X Cancel l

5.5 Setting - Hotline
(. Setting ﬁ1

General] Camera1 0] Device] PTZ Config  Hotline UserAccount] Address Eluok1 MonitorD\sp\ay] Joystick]

- E-hiail - ~Telephone

*SMTP Server: I Modem: ]Motorola SMSE Speakerphone Moderm _v_]

*E-Mail Sendar: | Wave File: | ERey

E-Mail Subject: I Automatic hangup after 130 =18

Body Content:

Test

Make test phone call to: ]

I~ SMTP server needs authentication
2l - G5M madem-
Fassword I Send Test Mail Port: MNaone -]
—FTP- ) Baud Fate 1

e | *Fatt: [21 ,“—

*Lagin 1D: I nterial
*Password: | Tt

Upload directary: II Sendatestmessageto:]

|~ Passive mode Upload Test File

[.,/ ol ] [x Cancel]

Configure the settings of hotlines, including E-mail and telephone calls,
once an unusual event is detected.

E-mail: Input the following information: server, sender’s E-mail address,
E-mail’s subject title, and body content. You may click on the Send Test
Mail button to test the settings.

Note: * indicates mandatory areas
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FTP: Input the following information: server, Port, Login ID, Password, and
Upload directory. According your FTP type to enable/disable Passive
mode. You may click on the Upload Test File button to test the settings.
Note: * indicates mandatory areas

Telephone: Select the modem that the system is going to dial the info call
with, and then insert the phone number. (A modem is required for voice
transition.)
Note: 1. You must use a modem with voice capability.
2. You may select a Wave format file; it will be played in the phone
to alarm the person who picks up the phone call.

GSM modem: Set the Port and Baud Rate of the GSM modem device,
and then enter PIN code. You can setup the interval of send SMS
message. You may click on Test to send test SMS message.

Note: The interval is set to restrict the period of two SMS. If you set as 60
min, the SMS between 60 min would be deleted and didn’t send to user.

5.6 Setting - User Account
(1 Setting

Generall Camera] (I8} DE\riEE] PTZ Cnnﬁgl Hotline User Account IAddress Book | Monitar D\sp\ay] Joystick

User Account Setting
Marne Group Description

Mame g & admin Admin Administrator
Group ’h Rieo £

Description:
Password

Pasgword Confirm:

[~ Disable User Accourt

Privilege:

Main Systern [
Execute Main System Il
O schedule Start and Stop

O smart Guard Start and Stop

O schedule Setting

O Smart Guard Setting

O pTz Cantral

O system Setting

O counting Application

O Live Streaming Server

O Rermote Playback Server

g Remate Desktop Server [xel

Add

I,/ oK ] [x Cancel]

User Account: The administrator may manage the user accounts here.
From the list on the right, highlight each account and modify the privilege
setting.
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5.7 Setting - Address Book

"1 Setting

Flease input the name and contact information

Generall Cameral 110 Device | PTZ Conﬁgl Hotlinel User Account  Address Book |MonitorDispIay

Name: |Wichag! Phone: |555-1123125 E-Mail: |mike@notiine.com

Descn’pﬁnn:l

Clear H Modify “ Remave ]

Contact persons
Mame Phone E—Mai\ Description
B Michael 555-1123125 mike@hotline.com

[,/ oK ] ’x Cancel]

Address Book: Manage the address book from which you may send out a
phone call or an E-mail when an unusual event is detected.
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5.8 Setting — Monitor Display

Playback Option Cameras List
1 Setting / / / =
Gemeral] & eral (1[5} Devme] PTZ Cumﬂg] Hmlme] User Accou dress Book Mphitor Display ]Juvstmk]
Run Playback on Monitor |1 -
fimary | Secondary |
g 01 ICanTek-iCanyiew220 @01 ICanTek-ICanyiew220 ¢ Auto Sean
AEF 02 ICanTek-iCanyiew240 @02 [CanTek-iCanyiew240 Pri =h | NotUsed) = AUto SCan
03 AXIS 200MFD (192,168, @03 AXIS 200MFD (192,168, IR AR RIS
04 AXIS 215 (192.160.2.25 @04 4015 215 (192.168.2.25 | gecondary Channel [Not Used) ]
--“= Auto-scan Interval |2 Sec.
=N T Layout
- !
Layout
MxM Type BxB -
[~ Popup Camera on Event
L)
£ i | @] <] I (B3]
7 o

Playback Option: Execute Playback on the secondary monitor by
checking the box. Make sure to adjust the display setting of your
computer in advance to avoid system error.

Cameras List: The left side displays a list of all cameras; modify the
cameras shown on primary/ secondary monitor in the right window.

Auto Scan: Activate auto scan to rotate the channels/ cameras on the
display screen.

For instance, you may select to show only 4 sub-screens on the main
console while having 16 channels connected to the system. With auto
scan function, you will be able to see all 16 channels by turns. You can
set up a primary channel that will always be on the screen and a
secondary channel that has secondary priority.

Layout: Choose the number of divisions for NxN division on the Main
Console screen.

Note: For H.264 Hardware compression system, only network cameras (IP
Channels) can be shown on the secondary monitor.
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5.9 Setting - Joystick

fﬂ Seitting
Pal’am eter \ General' Camerai 1] Devicei PTZCUnﬁgi Hutlinei UserAccuuml Address EIUUkI Monitor Digplay Joystick

1 Active JoystcK: -
Function \Ww CONTROLLER =l

Ui | Function ] Parameter |
Button 1 Goto Preset Paoint o B
Button 2 Goto Preset Paint 2
Buttan 3 Goto Preset Point 3
Button 4 Goto Preset Point 4

Button 5 Goto Previous Camera
Button &  Goto MNext Camera

Default \ Button 7 Togdle Single Camera View
Button 8  Togdle Full Screen
EX D O rt Switch Screen Layout
L Switch Active Monitor
Import \ d

[.,/ ok ] [x Cance\]

Function: You can choose the function from the drop-down menu for the
button of joystick.

E'B‘ Sething
General' Camera' Ii0 Device | PTZ Conﬂg' HDtIine' UserAccount' Address Elcuok| h

Active Joystick: ICH PRODUCTS [P DESKTOP COMTROLLER j
Buitton | Function | Pararneter |
BUttON 1 |Gato Preset Point -1
Button 2 A 2
gﬂgg: 2 Foto Preset Paoint 2

Goto Camera
Button 3 |50t0 Previous Camera
Button & |5ato Mext Camera
Button 7 |Switch Screen Layout
Button 8 | Toggle Single Camera Wiew
Button 9 |Togagle Full Screen
Button 10 |Start/Stop Auto Scan
Button 11 |PTZ Speed Up
Button 12 |PTZ Speed Down

Zoom Wide

Zoom Tele

Start/Stop Patrol

Switch Active Monitor

Import ] [ Expart ] l Default l
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Following is a complete list of all log types:

1. N/A 9. Start/Stop Auto Scan
2. Goto Preset Point 10.PTZ Speed Up

3. Goto Camera 11.PTZ Speed Down

4. Goto Previous Camera 12.Zoom Wide

5. Goto Next Camera 13.Zoom Tele

6. Switch Screen Layout 14.Start/Stop Patrol

7. Toggle Single Camera View 15.Switch Active Monitor
8. Toggle Full Screen

Parameter: You can choose the parameter of the function from the
drop-down menu.

Default: You can set the default setting for the joystick.
Export: You can export the setting of the joystick.

Import: You can import the setting of the joystick.
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5.10 Save/ Load Configuration

The Save/ Load Configuration
function allows system users to
save any specific setting as a
cfg (config) file. You may save
up several different cfg files at
any time.

Save Configuration: To save a
specific setting, go to Config >
Save/ Load Configuration >
Save. In the popup window,
type in the file name and then
save it as a cfg file.

| 4
4
Setting

Save/Load Configuration »

Counting Application

Log Viewer

Backup ‘/

Network Service

About MainConsole...

Load Configuration: To load a specific setting, go to Config > Save/ Load
Configuration > Load. In the popup window, go to the directory that you
saved the cfg files at, select any one of them and then click OK to load
the file. Main Console will be automatically shutdown after loading a new
configuration. Please re-start Main Console manually.

Note: MainConsole will be automatically shutdown after loading a new
configuration. Please re-start MainConsole manually.
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\t':/ Counting

Video Preview

O (& CAMO1 (Main Gate)
O & caM0Z (Driveway)
O & camo3 (Poal)

O & CAMO4 (Room A)
O 5 CAMGS (Room B) |

O [E cAM06 (Back Daor)

Operation Options Runtime Result

Moo Signal

@ Define detection zones "} Way Counting W Show counting result In: 0

" Define object size (¥ |2 Way Counting ¥ Show\object bounding box Out: 0
| Clear Spnsitivity —— U Resetevery [30mins  +
Start Simulation [\/ oK I I % Cancel I

Check the box of the camera to apply the Counting Application
to it.

In Operation section, check the option “Define detection zones”
and drag the cursor to draw Region 1 and Region 2 on the Video Preview.

In Operation section, check the option “Define object size” and
drag the cursor to define the object size on the Video Preview. Objects
that are about the size be counted while going across these two regions.

1Way Counting will take objects going from Region 1 to Region 2
as one count. In 2Way Counting mode, it counts either going from Region
1 to Region 2 or from Region 2 to Region 1.

Check the boxes to show the counting result on the screen and/
or show object bounding box, which draws the shape of the object that
the system detects in red squares. You can choose from the drop-down
menu of how long you want to reset the counting number.

Click to test the setting.
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5.12 POS Application

Each NUUO Main Console system can manage up to 64 POS cash register
devices. The POS Application tool is help to configuration POS devices,
please refer the User manual of POS for detail.

5.13 Log Viewer

5.13.1 Log Viewer - Unusual Event Step 4
- Log Viewer B @/

Unusual Event ] System Log ] Counting Application ] Counting Application (Diagram) ]

LonyanbAl | channet: [an -~
Ste pl Date: |7 : = Exportto
Date&Time: | = o | = Searc

y{ Eventype | Camera | Description 7 |
LL~"2007/09/26 10:57:01 _@€nera Motion |

General Motion
General Motion

2007/09/26 1057

2007/08/26 1087

200708, 157 General Motion

2007/84/26 1057:03  General Mation
Ste p 2 J08/26 10:57:04  General Mation

2007/09/26 10:57:05  General Motion
2007/09{26 10:57.06  General Motion
2007/09/26 10:57:06  General Mation
2007/09/26 10:57:06  General Motion
2007/09/26 10:57:08  General Mation
2007/09/26 10:57:09  General Motion
2007/08{26 10:57:09  General Mation
2007/09/26 10:57:13  General Motion
2007/09/26 10:57:13  General Motion
2007/09/26 10:57:14  General Mation
Ste p 3 2007/09/26 10:57:15  General Motion

2007/08{26 10:57:16  Genetal Mation
2007/09/26 10:57:17  General Motion
2007/08{26 10:57:19  General Mation
2007/09/26 10:57:19  General Motion
2007/09{26 10:57:20  General Motion

(SRR S NI U SN LS R R R R X

Unusual Event: View the history of unusual event that had been detected
by the Smart Guard System.

Stepl: Choose the type of event you want to check or select “All” from
the drop-down menu for all types of events.

Step 2: Select the camera you want to check the event(s) from or select
“All” for all available channels.

Step 3: Select search period.
For a particular data: check the “Date” box right and indicate the date.
For a period: check the “Date&Time” and then enter the date and time.

Step 4: Click Search

page-86



Intelligent Surveillance Solution

5. Configuration

5.13.2 Log Viewer - System Log

Step 1 ——|

Step 2 4—Dat9&ﬂme: ™

2007/09/12 15:07:04

2007/09/12 15:08:28
2ONTINAMA D 150340

- Log Viewer " @
Unusual Event Systern Log ]Couming App\icatiun] Counting Application (Diagram) ]
Log Type: {AII L]
/Date: [ 20074 == Exportio...
Tl ||— - s ﬁearch
Eve_n_t Time - Evn_ent Type __ | Description _-"_.
2007/09/12 00:45:41 Main Console Startup T
2007/09/12 00:45:44 User Login adrmin
20070912 01:11:10 Mairn Console Shutdown
200709712 01:27:04 Mairn Console Startup
2007/09/12 01:27:05 User Login admin
2007/09/12 01:28:27 Mairn Console Shutdown
2007/09/12 15:08:51 Main Console Startup
2007/09/12 15:06:52 User Login adrmir

Main Console Shutdown

Main Console Startup
Main mrnemls Shotdmen

Step3

System Log: You can choose the log type from the drop-down menu,
following is a complete list of all log types:

Main Console Startup
Main Console Shutdown
User Login

User Login Failed

Start Schedule

Stop Schedule

Execute Recycle
Enable Channel

9. Disable Channel

. Start Smart Guard

. Stop Smart Guard

. Modify Smart Guard

. Modify Schedule

. Modify Configuration

. Start Live Streaming Server

ONoGA~WNE

16.
17.
18.
19.
20.
21.
22.
23.
24,
25.
26.
27.
28.
29.
30.
31.

Stepl: Choose the type of event you want to check or select “All” from

Stop Live Streaming Server
Modify Live Streaming Server
Start Remote Playback Server
Stop Remote Playback Server
Modify Remote Playback Server
IP Camera Connection Lost
Auto Restart Windows

Modify POS Setting

POS Connection Lost

Modify E-Map

Start Remote Desktop

Stop Remote Desktop

Modify Remote Desktop

Start Central Management
Stop Central Management
Modify Central Management

the drop-down menu for all types of events.

Step 2: Select search period.

For a particular data: check the “Date” box right and indicate the date.
For a period: check the “Date&Time” and then enter the date and time.

Step 3: Click Search.
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5.13.3 Log Viewer - Counting Application

Counting Application:
Display the history of Counting Application during a given time period.

- Log Yiewer =
Unusual Eventi Systern Log  Counting Application ] Counting Application (Diagram) ]
Channel: |al |
Exportto...
Date&Time; | 200702726 1321 == Search

EventTme | Channel || ou

20070725 19:00:00 Camera 3 14 13

20070725 19:20:00 Camera 3 a 4

2007f07/25 19:32:42 Camera 3 a o

20070727 11:20:00 Camera 3 4 2

2007/0727 12:00:00 Camera 3 =1 &]

20070727 12:30:00 Camera 3 4 4

2007§07/27 12:32:115 Camera 3 u} u]

2007§09/26 13:29:49 Camera 1 a u]

Stepl: Select the channel you want to check or select “All” from the
drop-down menu for all channels.

Step 2: Select search period.
For a particular data: check the “Date” box right and indicate the date.
For a period: check the “Date&Time” and then enter the date and time.

Step 3: Click Search.
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Display the Counting Application data in diagram format.

EE
Unusual Eveml System Log I Counter Application  Counter Application (Diagram) i
Channel. [CAMERA 1 =] Period: [oneDay =] Date: poosmovan - 2
Search

200511110 In

12 3 45 6 78 9ll]]l12]314]5151?]819202]7.222324

Select the channel you want to check or select “All” from the
drop-down menu for all channels.

From the drop-down menu, set up how you would like the
diagram to be displayed. You have the options of one day, one month, or
one year.

Select a specific date to make it the start point of the diagram.

Click Search.

View the POS Log history that had been detected by the Smart Guard
System, include Transaction Start, Transaction End, Open Cash Register,
Connection Lost, and special User defined event. Please refer the User
manual of POS for detail.
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After search the log you want, you can export to .xlIs or .txt file.

Log Yiewer

EIX

Unusual Event Systern Log lCouming Application] Counting Application (Diagram} |

Log Type: |AII ;J
Date: | - 2 Expartto...

Date&Time: [~ El @ [m T = Search |
Event Time Event Type ) | Description :A
2007/09/12 00:45:41 Main Consaole Startup
2007/09/12 00:45:44 User Login admin
2007/09/12 01:11:10 Main Consaole Shutdown
2007/09/12 01:27:04 Main Console Startup
2007/09/12 01:27:05 User Login admin
2007/09/12 01:28:27 Main Console Shutdown
2007/09/12 15:06:51 Main Console Startup
2007/09/12 15:06:52 User Login adrnin
2007/09/12 15:.07:04 Main Console Shutdown
2007/09/12 15:08:22 Main Console Startup =

POO7INAMN2 15 0a-an

Main Canenla Shitdnaen

Press the button “Export to”.

Type the file name and choose the file format (.xIs or .txt).

DL < A

A I E

[ ¢ [ E

15
16

13

15|

=

21

i ]

EventTime

0702 004541
Q00T 2 00:45:44
0P 2 0L
J0F02 01:27:04
0P 2 012705
00T 2 01:28:27
0PN 2 15:06:51
0T 2 15:06:52
0PN 2 150704
2007012 15:08:28
0P 2 15:08:40
0T 2 15:08:54
0T 2 15:00:01
0P 2 15:14:11
00702 15:14:12
0P 2 15:14:51
00T 2 15:15:20
P2 19:d4:15
200702 19.44:58
P2 225157
0T 2 225159
0T 2 22:52:14
P2 325218
0T 2 22:52.24
P2 225519

WV Symelog /T

EventType

Main Console Starup
User Login

Main Cemscle Shutdown
Main Comscle Startup
TUser Login

Main Comscle Shutdown
Main Conscle Startup
User Login

Main Conscle Shutdown
Main Console Starup
Main Console Shutdown
Main Cemscle Startup
Main Censcle Shutdown
Main Cemscle Startup
Main Comscle Shutdown
Main Conscle Startup
Main Console Shutdown
Main Conscle Startup
Main Comsole Shotdown
Main Conscle Startup
Main Cemscle Shutdown
Main Conscle Starup
Tser Login

Main Cemscle Shutdown
Main Conscle Startup

[ D
L1

Description

admin

007 /00/12
2007 /09712
2007 /09/12
2007/09/12
2007/09/12
2007/09/12
2007 /09/12
2007 /09/12
2007 /09/12
2007 /09/12
2007 /09/12
2007 /09712
2007 /09712
2007/09/12
2007/89/12
2007/09/12
2007 /09/12
2007 /09/12
2007 /09/12
2007 /09/12
2007 /09/12
2007 /09712
2007 /09712
2007 /09/12
2007/89/12

Main
User
Hain
Hain
User
Hain
Main
User
Main
Main
Main
Main
Main
Hain
HMain
Hain
Hain
Main
Main
Main
Main
Main

B@:45:41,
BB:45hh,
g1:11:18,
81:27:04,
81:27:85,
81:28:27,
15:86:51,
15:86:52,
15:87:04,
15:088:28,
15:88:40,
15:88:54,
15:09:01,
15:14:11,
15:14:12,
15:14:31,
15:15:28,
19:44:15,
19:44:58,
22:51:57,
22:51:59,
22:52:14,
22:52:18, User
22:52:24, Main
22:53:19, Hain

Console Startup,
Login, admin

Console Shutdown,
Console Startup,
Login, admin

Console Shutdown,
Console Startup,
Login, admin

Console Shutdown,
Console Startup,
Console Shutdown,
Console Startup,
Console Shutdown,
Console Startup,
Console Shutdown,
Console Startup,
Console Shutdown,
Console Startup,
Console Shutdown,
Console Startup,
Console Shutdown,
Console Startup,
Login, admin

Console Shutdown,
Console Startup,
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5.14 Backup

5.14.1 Backup

The backup function saves video record and other log information. User
may open backup files on any PC with Windows Operation System and
operate the full function Playback panel on it. Follow the instructions
below to obtain backup files.

Step 1: Click on “New Period” to obtain the Select DateTime Period panel.

FEI Backup System E]

Backup Help

-~
| New Period

/ Start Diste Time End Date Time Cainera(s) Sige
Step 1

Step 2: From the record date section, select the date you want to backup
from. You will see color lines appear in the time table implying available
data recorded. Red, green, and blue stands for record always, record on
motion, and record on event data files, respectively.

" Salect Date s Period %]

Ste p 2 B Rocord Date Dute Time Penad M Poad
| ]

StartTime:  |2008/ &/ 1 (201132338 & [#]Enabis Prevew

EndTima: | 2008/ &/ 1 24115238 &

Sulec1 Camerais}
T8 1732 | 3328 4064

vz }alxa|xs|xe|x7|xE]

Record on Mation ¥ oK X Cancal

page-91



Intelligent Surveillance Solution

5. Configuration

Step 3: Select the data you want to backup by highlighting the time
period. Besides the time-table, you may also set up start time and end
time in the Date Time Period section.

Step 4: Click on the camera number icon to add camera(s) or click Select
All to add all the cameras.

Step 5: Check the box of Enable Preview to get the preview of the video
you select.

Step 6: Click OK when the settings are complete and go back to the
Backup panel. Step 3 Step 5

M pocord Dute Date Time Pencd / Wb TedEw
L Start Timec | 2008/ &/ 1 (&0 132328 & [#]Enabis Prevew
End Tumva: | 2008 &/ 1 [2l152338 (=
Saledt Camarais)

T8 1732 | 3328 4064

[vz Xalxs|xs[xe|x7]x8]
/Xm Kl a2 13 K 14| < 15| 18]
Selectal | Desalect s

Step 4
8] i ¢ % % 4 5 & 7 & % w #»n 7 wu % un =M
1 Camerat -
S B
i Camora3
5 camera s
i Camaras
1 cameras
B camea?
i camera® -
el >
::.l;:::'ﬂ";:un v oK | X cancat
Step 6
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El e Syem )%
Backup Help
- New PV@ Backup \ﬂ Delete
Ste p 7 " Ttart Dt Time End Date Time Cammeras) Size
jZDDE"lDQS FF 112000 2005410428 4 11:21:52 1,2,34 1,4209KE

Step 7: Click the Backup icon to see the size of the file.

Step 8: Choose the path you want to save the file or burn the file into a
CD (direct CD burning for Windows XP only).

Step 9: Select the log information you would like to backup (Event Log,
System Log and/or Counter Log) and then click OK.

rBackup

Summary

Total backup data size: 19,37T1KB

Media

Step 8 (®) Backup using COROM

(") Backup on HardDisk

Step 9 Option

[¥]Backup Event Loy

[¥] Backup System Log
[¥] Backup Counter Log

Backup POS Transaction

v 0K | X Ccancel |
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5.14.2 Delete Recorded Information from the System

Step 1: Click on “New Period” to obtain the Select Date Time Period
panel.

ElBekep Sy )|

Backup Help

New Period Si'7 Remove Pariod | | 2| Backup

/ Start Date Time End Date Time Camera(s) Sige
Step 1

Step 2: Follow above step 2-6 to select data period which you want to
delete.

Step 3: Click on the “Delete” icon and delete the data.
Note: the deleted video cannot be recovered.

EfBuckap System /oks
- Backup Help
pNew Period S{ 7 Remove Perioc @ Backup | | Delete
Ste p 3 (g End Date Time Cameralz) Bize
_@2005."10.28 112000 200540/28 B 112152 1,2,3,4 1,429KB
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5.15 Network Service

There are 5 types of network services: live
streaming server, remote playback server,
3GPP service, Remote Desktop, and Central
Management Service. From the Main Console,
go to Config > Network Service to obtain the
Network Service panel.

5.15.1 Live Streaming Server

[
= gy D
- ED
(4 = -
% cetting i
SavefLoad Configuration L4
_ 4
Counting Application =
Log Wi
El Log Viewer cus.
B Backup &
[ Metwork Service ] /
e e About MainCansole...
A A

When starting the live streaming function of your computer, you allow
remote users to log on to the specific computer and view cameras that
are connected to it. As system administrator, you are able to monitor
these accounts in order to maintain the system efficiency.

Main

On Live Streaming Server panel, you can see the clients who are currently
logging on to your computer and watching the live video from the

remote side.
® Kill All Clients — =——|Hetwork Service - 192.168.1.165 { 0.0.0.0
® Kill Client —m— — Mein | Blac tformance |
® Stop |CIientCount 0 [ _kilclient [ kil Al Clients
® Start \. Stk 1P Camera Bituate (Kbps)
® Maximum \~\E\
Connections\_mﬁ\
® Port E\
\ 3GPP \
® Use Default INSee [ e ~—
Web Server \\ Sewermatm\
® Save Log T || s —
\~ Port [5150 [ Defaut | MaximunCW
® Use Original \\%\r"“ o
Video for "W~ 7 save Log |uiesenerieg S
Megapixel IP - [v Use Original Yiden for Mega-pivel IP Camera
Camera pm—m—
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Start: By starting the system, you turn the computer into a live streaming
server; thus allow remote users to log on to the system.

Kill Client: Highlight an IP address and click on the “Kill Client” button to
block a client from your system.

Kill All Clients: By clicking on this button, you may block all the clients
logging to your system.

Stop: Stop broadcasting live stream video.

Options: You may only adjust the setting when the server is stopped.
Port: Assign a port for the clients to connect to your system to the network.
Maximum Connections: Number of connections that are allowed to
connect to your system. Default is 16 channels and maximum is 128, one
camera video counts as one connection.

Use Default Web Server: Activate the Web server by checking the box;
clients will be able to watch live video via Internet Explorer. The port for
live streaming server is set to 80 by default. (*must check this item for
system access via IE)

Save Log: Save the log information at appoint folder.

Use Original Video for Megapixel IP Camera: Check this box for original

megapixel resolution; otherwise, the resolution will be compressed for
better transmitting quality purpose.
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Black/ White List

"Network Service 1
Main Black/White List | Performance
Whlte |_|St v Enable White List v Enable Black List
) [ ; : : o |
Black List — Remote
Al | Addtownhitelist | | AddtoBlackList
/
IP Address / A | 1P Range | Access |
0 192.168.1.1 - 192.168.1.20 Accept
/
Add/Delete @
Renllote
Desktop
Apply to All
pply
Playback T——{
Servers E;:‘EN\\
i Apply to All Network Servers ]
[./ 0K ] ’x Cancel ]

White List: Check the “Enable White List” box to activate the white list filter.
Only IP from the white list is allowed to log in.

Black List: Check the “Enable Black List” box to activate the black list filter.
IP from the black list will be blocked.

IP Address: Enter an IP address into the IP address field on the left. To add
an IP address range to the system, enter 2 sets of IP address to indicate a
series of IPs.

Add/Delete: To Add the IP(s) onto the list or remove it from the list.

Apply to All Playback Servers: To apply the setting to both live streaming
server and remote playback server.
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Performance

Total bit rate Individual Camera bit rate

Network Jervice

Main ] Black { White List Performance

Tolal bitrate. 195 9Kbps Camnera 1 bitrate /& Tbps

I=

Remote
Playback
]
3GPP
Sarvice
@ User Logn aomin Accepl
CAM 1- admin
Remote y CAM 2 admin
Desktop #lay CAM & admin
y CAM 2. admn
y _»J'.l 12 admin
¥ CAM 14 3amin
Central
Managernent

I/ oK ‘ IX Cancel ‘

/

Live Streaming Server log information
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5.15.2 Remote Playback Server

When starting the remote playback function of your computer, you allow
remote users to log on to the specific computer and withdraw data files
that are stored on it. As system administrator, you are able to monitor the
accounts that log on in order to maintain the system efficiency.

Main

On Remote Playback Server panel, you can see the clients who are
currently logging on to your computer and watching the live video from

the remote side.

Start: By starting the system, you turn the computer into a remote
playback server; thus allow remote users to access the system.

-

Kill Client

Kill All Clients —

Start
\-

Network Service
Iain ]Ellackahite List] Performance]
Live User Count Kill Client Kill All Clients
Streaming :
H— User Bitrate (Khps)
@ ~Semnice
Remote Server Status: Stopped
Desktop L
Options
o o
Port: |3160 Default Maximum Users: |8
Central '
Management
v Use Default\Web Server  Port: ]80
v Save Log ]RemotePIayback.log °EL
’\/ oK ] ’x Cancel ]

Kill Client: Highlight an IP address and click on the “Kill Client” button to

block a client from your system.

Kill All Clients: By clicking on this button, you may block all the clients

logging to your system.
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Stop: Stop broadcasting playback video.

R St '
Main |EIIackahite List | Performance |
Live |User00unt | 0 [ Kill Client ” Kill All Clients

Streaming

i Taer Bitrate (Kbps)

Port

Service

N - Senice
Remo Server Status: Stopped
Desktop

Central

Part: !5150 Maximum Users: |8
Pl = =TT =Tt

Maximum Users W UseDefaultWeb Server  Port [80

Save Log/ v ok |[x cancel |

=

v Save Log IRemotePIayback.log 3 FEL

Options: You may only adjust the setting when the server is stopped.

Port: Assign a port for the remote playback server to connect to your
system to the network.

Maximum Connections: Number of connections that are allowed to
connect to the Remote Playback Server. Default is 8 account and
maximum is 64, one account counts as one connection.

Save Log: Save the log information at appoint folder.
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Black/ White List

= -

‘Wetwork Service

. - Main  Black /White List !pe,-ro,mame|
White List
Live ¥ Enable White List [ Enable Black List
Black List —— 11 | -

tol

- [ Acdtownitelist | | AddioBiackList |
IP Address — | ——

’@/f | 1P Range | Access |

Il 0 102.168.1.11 Accept
Add/Delete — Seé?\ﬁcpe 1 192.168.1.32 - 192.168.1.35 D:E?rp
Apply tO A” Remote

Desktop

Playback Servers |

Management
Apply to All Metwork Servers ]

[\/ 0K ][x Cancel]

White List: Check the “Enable White List” box to activate the white list filter.
Only IP from the white list is allowed to log in.

Black List: Check the “Enable Black List” box to activate the black list filter.
IP from the black list will be blocked.

IP Address: Enter an IP address into the IP field on the left. To add an IP
range to the system, enter 2 sets of IP to indicate a series of IPs.

Add/Delete: To Add the IP(s) onto the list or remove it from the list.

Apply to All Playback Servers: To apply the setting to both live streaming
server and remote playback server.
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Performance

Total bit rate Individual Camera bit rate

-

-
Hetwork Jervice

Live

Main | Black/ White List Performance

Tolkai bitrate 194 SKbos Camera 1 bitrate £ Mg

Streaming

Central
Management

’J oK ] ’x Cancel ]

Live Streaming Server log information
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5.15.3 3GPP Service

When starting the 3GPP service function of your computer, you allow
remote users to log on the 3GPP supported mobile phone and view
cameras that are connected to it. See Appendix A for more details about
3GPP Service.

Network Service x|

Main |
Live Client Count [t}

Streaming

Remnate

Start \ P‘aak

State ‘ IP ‘ Camera ‘ User Agent

\

[ Senici S
Remote Server Status: Stopped Start Stop
Desktop
- Options
= P
Port: |554 Default
P O rt Central
Managernent
W 0K X Cancel

Start: By starting the system, you turn the computer into a remote
playback server; thus allow remote users to access the system.

Stop: Stop broadcasting playback video.
Options: You may only adjust the setting when the server is stopped.

Port: Assign a port for the clients to connect to your system to the network.
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5.15.4 Remote Desktop
When starting the Remote Desktop option of your computer, you allow

remote users to use NUUO Remote Desktop Tool to login and
configuration system. See Appendix B to install and use this tool.

Hetwork Service - 0.0.0.0 /192.168.0.83 f 218.167.191.175
hain |
Live ~ Options
O ption Streaming -, IW

Disconnect idle client afler (300~3600 sec): |36DD

—Authentication

Remote
Playback

_@, [~ Enable User Authentication (Use admin password)

Authentication — || &

Service

—Service

Server Status

esktop

Central
Management

Server Status

(/o ] (X o]

Options

Port: Assign a port for NUUO Desktop tool to login and configure system.
Disconnect idle client after (300~3600 sec): Auto discount the on-line user
who idled more than setting period.

Authentication
Enable this option would only allow admin account to use NUUO Desktop
tool to login system.

Server Status
Click on Start/Stop to turn on/off this option.
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5.15.5 Central Management Service

This service only supports NUUO Central Management System (NCS). When
starting the Central Management Service option of your computer, the
Main Console would send event which set action send to central
management to NCS Server and allow NCS system to remote control 10
device.

Network Service - 0.0.0.0 /192.168.0.83 7/ 218.167.191.175

hain

=]

Client Connect ki Client Court | 0 Kill client ] [ Kill &1l Clients

Streaming

State IP
>

Remate
Plavback

Server Status \

Options

Serice

Remote Server Status: Stopped

Desktop

E Options
Fart: 5170 Default Maxirmun Connections: |18

J
T o=
=80
o P

Central
Management

[« ok | ’ * Cancel ]

Client connect option

Client Count: Show total connect servers amount.

Kill option: Highlight an IP address and click on the “Kill Client” button to
block a client from your system. Or click on the “Kill All Clients” button to
block all clients.

Server Status
Click on Start/Stop to turn on/off this option.

Options

Port: Assign a port for NCS System to connect Main Console system.

Maximum Connection: Number of connections NCS Servers that are
allowed to connect to your system. The default is 8 NCS Servers and

maximum is 16.
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5.16 About Main Console

Go to About Main Console to view the version of your surveillance system
and the hardware information.

About Main Console

Isf Setting
SavefLoad Configuration »

WiESE=ER IP Surveillance 3.0.2

| Copyright (C) 2004-07

MNLULIO e,

Bl Counting Application
E

Log Wiewer
bbb 4. MU, Com
Backup

Product Infarmation

Metwark Service Madel Type: SCE-IP+

| About ManConsole. .. | 9 IF Camera License Number: 64

Build 3.0.2 3829

L

5.17 Video Source
(For system with MP4 capture device only)

1. Go to Video Source to adjust the Video Standard to NTSC or PAL and
adjust the maximum Video Resolution for all analog cameras.

2. Add new cameras in Camera Number.

3. Click Sync and press OK to synchronize video signal level.

{i} ¥Yideo Sonrce E|

Setting

i 3
SavefLoad Configuration e G e I—;|
| Wideo Source H
Wideo Resolution: -

Counting &pplication

Bl Log Wiewer Camera MNumber: -

8 Backup

[~ 8ync all video signal level after pressing Ok
Metwork Service

) Cancel ‘
Ahout MainConsole...
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6. E-Map

| Preview:

D
2 ICanTek-ICANVIEWZ] &
3 ICanTek-ICANYIEW2:
. ICanTek-ICANServer! |
. ICanTek ICANYIEWZ:
oF ICanTek- ICANVIEWZ:
g ICanTek-ICANVIEWZ:
57 ICanTek-ICANVIEWZ:
57 ICanTek ICANVIEWZ:
oF ICanTek-ICANVIEWZ: i
2/ ICanTek-ICANVIEWZ: { )
L ICanTek-ICANVIEW2: [
gt ICanTek ICANVIEWZ: ]
o7 ICanTek-ICANServer: " : v il
/ |CanTekICANSarvar! " ICanTek-ICANYIEY250 (Camera)
&7 ICanTek-ICANServert
.57 ICanTekICANServert
g lCanTek-ICANServert
LA ICanTek-ICANServer?
57 ICanTek-ICANVIEWZ:
v

DTl I AR AL

|i] : itk I’W " m

m—
o

Add Map Edit Map Delete / QK

With E-Map, user can easy to find up devices. And instance
response when event happened.

To launch E-Map application, simple click on start and select
E-Map form start menu to open E-Map window.
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6.1 Edit Mode

To carry out edit function, you need to be in Edit Mode.

L e — L B—

~ Operate Mode | & Edit Mode

[ Add Map ] | Editap ]

6.1.1 Add/Edit/Delete Map

To add E-Map
Step 1: Ensure be in Edit Mode and all devices are inserted.
Step 2: Select on the icon for the map§, then click “Add Map”

button.
Step 3: Enter the required details.
Map Config
Map Image File: ]

Map Mame: ]

[,/ oK | Ix Cancel]

Step 4: Click “OK”. The map you added appears in the tree structure of
the list window.

Step 5: The map indicator appears on the left-up corner of parent map.
Drag it to the position you want.

To Edit E-Map
Step 1: Ensure be in Edit Mode and all devices are inserted.
Step 2: Select on the icon for the map#, and then click “Edit Map”
button.
Step 3: Edit the required details, and then click “OK” to save
configuration.
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To Delete E-Map
Step 1: Ensure be in Edit Mode and all devices are inserted.
Step 2: Select on the icon for the map i, and then click “Delete”
button.

6.1.2 Add/Rotate/Delete Device Indicator

To Add Indicator

Step 1: Ensure be in Edit Mode and all devices are inserted.

Step 2: Select on the icon for the map# which you want add device
indicator to.

Step 3: Before add indicator, ensure that the map you want is
displayed. Select device form list and directly drag a device to
the desired location on the map.

Step 4: The device you added appears in the tree structure of the list

window. ‘.’ Camera indicator, ; digital Input indicator,
#-POS indicator.

To Rotate Indicator
Step 1: Ensure be in Edit Mode and all devices are inserted. Select
device indicator form map or form Device and Map list. The

device indicator will make as a green ring ¥ .
Step 2: Click “Rotate” button, the indicator will rotate 45 degree.
Note: Only camera indicator allow to use rotate function.

To Delete Indicator
Step 1: Ensure be in Edit Mode and all devices are inserted. Select
device indicator form map or form Device and Map list. The

device indicator will make as a green ring ¥ .
Step 2: Click “Delete” button, the indicator will disappear form map.
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6.2 Operate Mode

€1 E-Map

=B Map
BT sublayer 1
o B sublayer 2 A
B sublayer 2-1 ' i i i .
- Device
2 ICanTek-iCanyiew220
2 |CanTek-iCanyiew240
7 |CanTek-iCanyiew220-I
o ICanTek-iCanyiew220-C
7 ICanTek-iCanview240-It

o |CanTek-iCanyiew240-1 4% %
o7 ICanTek-iCanyiew240-1 ] ||

7 ICanTek-iCanyiew240-I

o [CanTek-iCanyiew240-C g_ﬂﬂ I('Ij_ost)

i ICanTek-iCanyiew240-C IGNALEES

o [CanTelciCanyiew [CanTek-iCarview2 0 (Camera)

Ll

" Operate Mode @ Edit Mode

& I | E3

Device and Map Tree list
This window will list all devices and map hierarchy; click list will show

related information on right windows.

# \ap - Selected which map you want to show on E-Map Window.

* Camera - Select which camera you want to preview video on
preview window and mark indicator on E-map.

& Digital Input — Select to show indicator and status on Info window. If the
Digital Input is from IP camera, the preview window will display live
video of camera.

W Digital Output — Select to show indicator and status on Info window. If
the Digital Output is from IP camera, the preview window will display
live video of camera.

# POS - Select to show indicator and display first associated camera live

video.

E-Map picture
This window will show the map layer and indicators
Indicator — Select device indicators will as select device form Device and

Map Tree to show related information on Preview and Info Windows.
Map - Select map indicator will enter the next map layer. If you want
move to upper layer, simply click on Up button.
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6. E-Map
Information and Preview window

B Map Info - Show map name.

*® Camera - Show camera name and connecting status.

# Digital Input - Show Digital Input name and status (0 or 1).

¥ Digital Output -Show Digital Output name and status (0 or 1).

& POS - Show POS device name, connecting status and first associated
camera nhame and connecting status.
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7. Rembte Live Viewer

With the Remote Live Viewer console, remote users may watch
real-time video from remote live streaming servers.

page-



Intelligent Surveillance Solution
7. Remote Live Viewer

[F] Live¥iew Setting

Server l Group ]

-Server Setting
_.I' 5 l—
3{) Server Mame: iOfﬂce

Address: | 14200000000
Port: |5150
User Name: |

Password:

Save Password: [

2] My Company (192.168.1.16)

Auto Login: [~

Test Server

[ Add J [ Delete ] [ Update‘

[V Re-open Remote Live Viewer on the 2nd monitor "/ oK ” % Cancel l

The Server Setting:

Enter the Server Name which you want to use.

enter the Address, Port, User Name, Password which you want to
use to log in server.

Enable the Save Password if you don’t want enter the password
again when login. Also can enable Auto Login option to auto login when
start the Remote Live Viewer.

Click on Test Server to check the server setting is available.
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7. Rembte Live Viewer

Step 5: Click add to insert the setting to server list.

Step 6: Select a server from right server list, change the setting on light
panel and click update to modify setting. Or click Delete to remove the
server form server list after selecting one server.

Note: If you want to Re-open the Remote Live Viewer on the secondary
monitor, please enable the Re-open Remote Live Viewer on 2nd Monitor.

7.1.2 Setup Panel—Group
You may put different cameras into the same group

Step 1: Go to the Group tab of the LiveView Setting panel.

Step 2: Log in to all the servers that contain the camera(s) you would
like to put into the group(s).

Step 3: Click “Insert” to create a new group; name the group for
future reference.

Step 4: From the window at the right, highlight the camera(s) that you
would like to add to a group and then click on the
“<--* putton. Repeat the process until you are satisfied with
the group setting.

Step 5: Click on the Delete and Rename button to remove or rename
a specific group.

Step 6: Repeat Step 3 to 5 until you are done with creating and
setting groups.

Step 7: Click OK.

Step 1 Step 4 Step 2
[£] LiveView Setting \\ /
Sewerwup |
S Insert N3 Delete 55 Rename

= My Company
q» My Company - AXIS 207 (1¢
q» My Company - LevelOne W
q» My Company - etro222
= [ office
a» Office - AXIS 207 (192.168.
P Office - LevelOne WCS-204(
4P Office - etro222

=& Group 1

Step 3 @ My Company,» AXIS 207 (1¢
y Compafly - etro222
LevelOne WCS-204(

My Company - LevelOne W(
= Office - AXIS 207 (192.168.

L\

ANAN

/

Step 5

3 n | (2] <l m | (2

[J’ 0K ”x Cancel ]
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7. Remote Live Viewer

Server] Group  OSD |Joyst\ck

7.1.3 Setup Cameras OSD Foregroun

305D

Font  |% Tahoma |
Size: m
You may adjust font style on this panel, coor [
v Bold v Edoe
Step 1: Enable camera OSD option. o —
Step 2: Select the font, font size, font color Transparency  — an
and any font effects desired. N
Step 3: Select the information that you wish N N
to see in the sub-screen of the camera. rTime  [AwozEez <]

| e
7.1.3 Setup Remote Joystick Control

Please switch to Joystick tab and the configuration is the same as on
Main console, please refer page 82.

Note: The difference of Main Console is that the action of Goto camera
option in Remote Live View is going to view of layout.
Following is a complete list of all log types:

7.2 Show Camera(s) On the Display Screen

Select a camera(s) from the server/
camera list on the right and then drag it to
where you want the image to be
displayed.

On the server/ camera list, right click on a
camera to connect/ disconnect it.

Log In/ Log Out: Select a server or a group and click on the log in/ out
icon to access/ leave the server. You may also log in/ out from the server
by right clicking on it.

Server and Camera List: Display a complete list of the server(s) and
camera(s) that are added to the system.

PTZ Camera Control: You may control the camera view by utilizing the PTZ
camera control panel to adjust the camera’s view. This is only available
with cameras that support PTZ function.

page-115



Intelligent Surveillance Solution

7. Remdte Live Viewer

Log In/ Log Out
|/ (Server/ Group)

Server and Camera List

PTZ Camera Control

L~

Playback Snapshot
Exit Play/ Stop / Drop Information Remote 1/0
Minimize Digital Display Window

Minimize: Minimize the Remote Live View Console window.
Exit: Shut down the system or log out current user.
Digital Zoom: Click on the + and - signs to zoom in and out the view.

Play / Stop/ Drop: Select a camera/ video and click on this button to
play/stop/disconnect a particular channel.

Information Display Window: Display video information including server
name, video current status, and bit rate for a selected channel.

Playback: View playback video remotely.

Servers: |hew Server j IOutputpins j
Remote |[/O: User can remote adjust the _ _
. . . . Device Pin name |Status |
Output Pins by turning it on or off (click on  |s1a1s360168  outputo & OFF
£ s 21019360168 Output1 B OFF
Status tO turn =0n or éﬁOff) LevelOne WWi5-201... Output 0 B OFF

Snapshot: Select the snapshot function to capture a specific video image
immediately.
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8. Web View

www.nuuo.com

hitp:#218 167193 22:8080/Kveview htm o) EREERS H100% -

Must make sure the Liver Stream Server is enabled. Check 5.15
Network Service for more detall.

Open an Internet Explorer browser and enter the IP address
or DDNS “name” of the server followed by the connecting port.
Example: http://192.168.1.16:8080/

192.168.1.16 is the IP address of the server.
8080 is the port specified in “Use Default Web Server” in Network
Service.
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8. Web 'Vie\'/ver

8.2 Remote Live Viewer: Press this icon to use Remote Live Viewer which
functions are the same as Remote Live Viewer. See page 112.

8.3 Remote Playback: Press this icon to use Remote Playback which
functions are the same as Playback but remote server and backup
functions. See page 23.
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9. DB Tool

O. DB Tool

The DB Tool Export/import database files; Export configurations; and Edit
storage location.

Warning : improper use of this DB Tool may cause lose of the recorded
video data.

Step 1: Execute DB Tool from program files.

— e _
- ) Macromedia + User Manual *
Dﬁ ;Qah:;;:er Configur Microsaft Office 3 El NUUG Backup System
P Micrasoft S0L Server 2005
L‘I‘;ll'-l Remote Desltop Vie e ero 7 » NUUO Main Console Locatio_
Ste p 1 — All Programs D MPart Administration Suite r MU Playback System
MU Central Management Clent b MU Remnote Live Viewsr
MWUUG Central Management Server MU Remote Plavback Server
2 Uninstall MU System

»
= MUUIC IP Surveillance System 3
il 5 Windows ™
w-\— MULIO Remote Desktop Yiewer b ‘ i Windows Messsnger
3

@ a CuickTime @ Windows Maovie Maler

Step 2: Enter the password of administrator to login.

Step 2 DBTools login
\ Please enter passward for the administrator of Main Console ;

User : Iadmin

Password: I N

[ ok | [ cocel |
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9. DB Tool

9.1 Export Database

Step 1: Select system database location (generally they will reside in
c:\program files\your_installation_directory\).

Step 2: Select the destination you want to export.

Step 3:

Step 1

Step 2

Step 3

Press “Export” to start to export database.
B DEToolk:

Export
database

Import
database

E

Export
configurati...

page-120



Intelligent Surveillance Solution
9. DB Tool

9.2 Import Database
Step 1: Select the database location you want to import.
Step 2: Select the installation path you want to import.

Step 3: Press “Import” to start to import database.

datahase

Editvidea
starage...
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9. DB Tool
Example of using export database and import database:

In certain case that when video data needs to be transfer from old PC to
another new PC, user will need to perform the following procedure.

1. Manually copy all recorded video data from the default installation
path or other user-defined storage path of the old PC.

_]' CAProgram FileAWTTOMCE_TP

_ — s -
® ) IBM 2 = b =5 R_ecorded
# () IBM ThinkVantsgs 20060320 20060323 | el video data
# 1) InstallShield Installation Inf
I Intel .
# 15 Internet Explover "J ﬂi
# |75 Koed :
x Zzppdll
# I Lenova bt m EPD

2. Run “8.1 Export database” on old PC.

3. Manually paste all recorded video data to the default installation path
or other user-defined storage path of the new PC

4. Run “8.2 Import database” on new PC

5. Old recorded video data can be viewed by NUUO playback system on
the new PC.
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9. DB Tool

9.3 Repair Database

This tool is using when your system have below problem:
(1) If there are records in database, but no video file, use this DB Tools

to delete records.

(2) If there are video files but no record in database, use this DB Tools
to rearrange the database and find these records.

Step 1: Switch to Repair database windows.

ko DBTools (IP version 3,0, 2, 1)

Export
database

Import
database

Step 1

Export
configurati...

[

Editviden
storage...

Repair database

“arifi video files stored by sunveillance system. Please confirm locations
where video files were stored and press hutton "Werify" to check all files.
Fixing database is only needed when verification is failed.

Install Path: DASCBE-IP

Method: | verity Only ~ Step 3
Video Fila Locations [EJE]
D:ivideo
Step 2
Open Log J I Werify

Step 2: Check the video location windows.
The system wiill list all video locations in table, but if there are
any omit, please use — to insert.
Note: After inserting location, the system will show files count

below table.

File Count:

41

Step 3: Choose the method of “Verify Only”, and click “verify”. This
method will only check the files without modify. Verify result will
show how many files broken or missing.

Werify Result:

41 files werified, 0 files broken, 0 files missing.
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9. DB Tool

Step 4:

Step 5:

Choose the method of “Repair(Complete)”, and click
“Repair” to repair. The Repair Result will show how many files

are fixed and inserted.
Repair Result; 2 files fixed, 41 files inserted.

The repair new database will replace old ones. And the
original database will change file names with extend repair
date and time as below.

: Address |C DiSCE-IP

Mame
[ EventLog.mdb
| Filerecord. mdb
E_‘]FHERECUrd.mdb_2DDSD?14A121358.mdb
Erosrecord.mdb
lz_]ScheduIeConFig.mdb
lz_]SystemLog.mdb
lz_rlSystemLog.mdb_20080?14.¢\121358.mdb

Note: Open Log is a tool to record repair database recode. It will

recode repair method, file operation, strat time and end time.

& dbtool.log - Notepad Q@

File Edit Format Yiew Help

e
operation "verify only" dis started at (2008/07/14 12:01:17)

File Broken: D:\Video/20080708,/C00002/c00002500A20080708112323437.dat
File Broken: D:\Vvideo/20080708/c00002/c00002500A20080708114304625.dat
41 files verified, 2 files broken, 0 files missing.

Operation "Verify only"” dis finished at (2008/07/14 12:01:19)

operation "verify only" dis started at (2008/07/14 12:13:19)

File Broken: D:\Video/20080708,/c00002/c00002500A20080708112323437.dat
File Broken: D: \V1deo/20080708/C00002/C00002SOOA20080708114304625.dat
41 files verified, 2 files broken, 0 files missing

Operation "verify 0n1y is finished at (2008/0?/14 12:13:20)

operation "Repair (Complete)" is started at (2008/07/14 12:13:58)

File Repaired: D:\Video/20080708/c00002/c00002500A20080708112323437.dat
File Repaired: D:\Video/20080708,/c00002/c00002500A20080708114304625.dat
2 files fixed, 41 files dinserted.

Operation "Repair (Complete)" is finished at (2008/07/14 12:14:07)

page-124



Intelligent Surveillance Solution
9. DB Tool

9.4 Export Configurations

Step 1: Press “Export”.

Export
database

Step 1
Import
database

E

Edit video
storage...

Step 2: Select the location you want to Export and type the name of
the configurations.

Step 3: Press “Save” to start to import database.

Step 2

Step 3
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9. DB Tool

9.5 Edit Storage Location
If you move the recorded videos to a new directory, to ensure the
videos can still be recognized by the Playback system, you should
change the original directory.

Step 1: Select the original directory in the table.

Step 2: Change the selected path to the new directory for the moved
video.

Step 3: Press “Update” to finish editing storage location.

: 2 —Edit storage location
= Ifyou move the recorded videos to a new directory, to ensure the videos
Export can still be recognized by the Playback system, you should change the
datahase ariginal diractary.
_ Please find the original directary in the takle bhelow, and manually change
Step 1 3 itto the new one.
Import T TileRathld | FileFathiMame
database 1 CAPragram Files\NUUOWSCHE_IP
) 2 CAProgram Files\MULOWSCB_MPEG4_Hybrid
Step 2 = "
Mew path: I Coe—

pdate |

Step 3
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Appendix A

How to setup 3GPP streaming connection (using BenQ-Siemens mobile
phones)

System Configuration

NUUO DVR / NVR server v2.6

CPU: Intel core2 Duo 1.86 GHz
Memory: 512 DDR RAM

Ethernet: Realtek RTL8168/8111 PCI-E
Hard Disk: 160GB

Graphic card: ASUS Extreme AX550
Operating System: Windows XP Professional SP2
Mobile Phone: BenQ-Siemens E81

1.1 Configuration from NUUO server

Step 1 : Go to Config and select Network Service

10:088: 04

# seting
SavefLoad Configuration

B gounting Appkcation

B Loy v
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Appendix A

Step 2 : Select 3GPP Service, and then click Start
Note: In the Option item, the port selected here is the same port from
mobile handset

1.2 Configuration from 3G Mobile Phone

1.2.1 BenQ-Siemens E81

Step 1: Goto Menu, then Internet
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Appendix A

Step 2: Select Bookmarks

Step 4: Configure the Adress setting as the following example.

Ex: rtsp://61.216.97.69:554/media00.3gp

61.216.97.69:554 is the IP address of NUUO NVR or DVR system

Port : port specified in 3GPP Service from NUUO NVR or DVR system
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Appendix A

Step 5: Save the settings and start playing

V. LREBE2W
#4 fmacca.3gp
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Appendix A
1.2.2 BenQ P50

1. Connect GPRS

Conectando a: CHT_INTERMET
Conectando a GPRS.

Configuracion

o

MMS 0 elementols).
Nuevo Herram. Cuentas E E|*

2. Download and install the [PLATFORMA4] software.

3. Execute NUUO Main Console.
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Appendix A

4. Press the [Config]>[Network Service]>[Start]

5. Open [PLATFORMA4], press the button framed by red into Option
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6. [Open Url] enter the rtsp address of the camera
(EX: rtsp://61.216.97.69/media00.3gp—~>channel 1
EX: rtsp://61.216.97.69/media01.3gp—~>channel 2
EX: rtsp://61.216.97.69/media02.3gp—>channel 3)

Flatfarm4 Player '7_:'|| ofx 0434 @

-Opern Ul

Browese, ..

-Broadcast

Listen to Broadcast...

-Progressive Dovwnload

Save As...

Open | Settings 1] Settings 11 | about |
el

7. [Setting Ilchange the setting and press “OK”

Echf):ng;;]egceg Platform4 Player | ¢ 04:36 @
[Connection TimeOut] 103 -Metwark Settings

[Data Recept. TimeOut] 100 Protocol: (@ UDP
[Deblocking Filter] check () TCP

Buffer Size: |60 |sec, |E|E|
Connection TirmeOut: (103 | sec. |E|I|
Data Recept. TimeOut: | 100 | sec, |E|E|

-Wideo Settings
Deblocking Filker Dithering
Zoorn and crop in Fullscreen

Open | settings 1 [ Settings 1t | about |

Al
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Appendix A

8. Go back to PLATFORM4, searching and then getting the video

TeLarrorm s Player 3.0 for Pocket PC TeLarFomrs : Player 3.0 for Pocket PC
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Appendix B

How to install NUUO Remote Desktop Tool
Step 1: Insert the Installation CD.\

Step 2: Please go to RemoteDesktopViewer directly and Run Setup.exe
file.

How to Start NUUO Remote Desktop Tool

Step 1: Please point to Start > All Programes > NUUO Remote Desktop
Viewer > Remote Desktop Viewer.\

Step 2: Please enter address, Port, Password of server. Enable the option
Use 8 bits color level to show steadier screen.

Step 3: Click OK to Start Remote Desktop.\

=% Remote Desktop Viewer

Sermar | j
Part: |5140 Default

Fassward: |

W Llse & hits color lewvel

Cancel
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